An Garda Siochana

Freedom of Information Office,

An Garda Siochdna, Athlumney House,
IDA Business Park,

Johnstown, Navan,

Oifig Saoréla Faisnéise,

An Garda Siochana, Teach ath Luimnigh,
Lérionad Gné Udéaras Forbartha Tionscail,
Baile Shedin , An Uaimbh,

Contae na Mi. Co Meath.
C15 ND62 C15 ND62
Teileafon/Tel: (046) 9036350 Laithrean Gréasain/Website:
www.garda.ie
Bi linn/Join us a Riomh-phoist:/Email: foi@garda.ie
Re: Freedom of Information Request FOI-000062-2021
Request Part Granted
Dear

I refer to your request, dated and received on 12" February, 2021 which you have made under
the Freedom of Information Act 2014 (FOI Act) for records held by An Garda Siochéana.

Part 1(n) of Schedule 1 of the FOI Act states that An Garda Siochéna is listed as a partially
included agency "insofar as it relates to administrative records relating to human resources,
or finance or procurement matters". Therefore, only administrative records that relate to human
resources, finance or procurement shall be considered.
Your request sought:
In accordance with section 12 of the Freedom of Information Act 2014, I wish to request
e a breakdown of the support and maintenance services costs paid to
Accenture as per Q3 Purchase orders.
e any tenders relating to the same.
I wish to inform you that I have decided to part grant your request on the 12" April 2021.
The purpose of this letter is to explain that decision.
1. Findings, particulars and reasons for decision
On receipt, your request was forwarded to the Information & Communications Technology,

Finance and Procurement Sections of An Garda Siochana who in turn provided a number of
records.
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Firstly, I must inform you of the provisions of Section 42 of the Freedom of Information Act
wherein:

Restriction of Act
42. This Act does not apply to—

(b) a record held or created by the Garda Siochdna that relates to any of the
following:

(v) the Security and Intelligence Section,

Section 42 of the Act is a mandatory exemption and I am obliged to refuse the release of any
records relating to Security & Intelligence Section.

Having examined the remaining records, I wish to advise as follows. Part 1 of your request
sought “a breakdown of the support and maintenance services costs paid to Accenture as per
O3 Purchase orders”. The table below details a breakdown of support and maintenance costs
paid.

197780 Accenture €132,000.00 €132,000.00
198477 Accenture €185,990.00 €185,990.00
198757 Accenture €275,876.50 €275,876.50
198848 Accenture €612,280.00 €612,280.00

In respect of part 2 of your request seeking “any tenders relating to the same”, 1 am enclosing
herewith copies of same. Redactions have been applied to a number of these documents and
schedules are attached outlining the redactions. The redactions are applied in accordance with
the terms of the Freedom of Information Act.

Part 1(n) of Schedule 1 of the FOI Act states that An Garda Siochéna is listed as a partially
included agency "insofar as it relates to administrative records relating to human resources,
or finance or procurement matters". Therefore, only administrative records that relate to human
resources, finance or procurement shall be considered. Records relating to operational policing
matters are outside the scope of the FOI Act insofar as it relates to An Garda Siochéna.

I am refusing the release of certain information contained in the attached records pursuant to
Section 36(b) and (c) of the FOI Act which states:

Commercially sensitive information
36. (1) Subject to subsection (2), a head shall refuse to grant an FOI request if the record
concerned contains—

(b)  financial, commercial, scientific or technical or other information whose
disclosure could reasonably be expected to result in a material financial loss or
gain to the person to whom the information relates, or could prejudice the
competitive position of that person in the conduct of his or her profession or
business or otherwise in his or her occupation, or

(c) information whose disclosure could prejudice the conduct or outcome of
contractual or other negotiations of the person to whom the information relates.
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I am satisfied that the release of certain redacted information contained within the attached
records would prejudice the competitive position of the supplier by making their pricing
structure publically known. This information therefore is commercially sensitive in accordance
with the provisions of Section 36 of the Act

I am cognisant of the fact that the release of information under the Act is, in essence, a release
to the public at large. The pricing structure of the supplier with regard to services provided to
An Garda Siochana is not known to competitors or the public in general. If the records were
made available to you it is reasonable to expect that it would prejudice the ability of the supplier
to compete in other contracts or negotiations in the future as competitors would be aware of
their pricing structure.

I am of the view that the release of the pricing structure could reasonably be expected to result
in a material financial loss by the supplier as it could prejudice their competitive position in the
conduct of their business. The placing of these pricing structures into the public domain could
also reasonably be expected to give a competitive advantage to other companies seeking similar
contracts with public bodies.

Furthermore the supplier’s current customers may become aware of a potential difference in
pricing structures being offered to An Garda Siochana which could prejudice any current or
future negotiations with these customers.

Therefore, I am refusing this part of your request under the provisions of section 36(1)(b) &
36(1)(c) as it seeks commercially sensitive information.

Public Interest Test

There is a Public Interest Test associated with section 36 of the FOI Act whereby my decision
must be made having fully considered the public interest relevant to this request.

I have considered the public interest issues which arise in this case and have taken account of
the following factors in favour of release:

e Ensuring openness and transparency of organisational functions to the greatest possible
extent.

e The public interest in members of the public exercising their rights under the FOI Act.

e That there is more than just a transitory interest by the public in this information being
released.

e The right to commercial confidentiality is outweighed by the needs of the public
regarding the expenditure of public funds by a public body.

In considering the public interest factors which favour withholding the records I have taken
account of the following:

e Allowing a public body to hold commercial information without undue access by
members of the public.
The best course of action which is in the public interest with regard to these records.
That An Garda Siochana can conduct its business with external contractors in a
confidential manner.
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e That there is a reasonable and implied expectation by contractors that financial
information pertaining to services provided will be held in a confidential manner.

e That there is no overriding public interest that outweighs the right to privacy by an
individual or in this case the financial activities of a service provider.

Having balanced the public interest factors both for and against the release, I decided that the
public interest in preserving the information and the reasonable expectation that information
can be maintained by An Garda Siochana without prejudicing future financial endeavors by
external service providers outweighs the public interest which would be served were the records
released to you.

I am also refusing the release of certain information contained in the attached records pursuant
to Section 37 of the Act which states:

37 (1) Subject to this section, a head shall refuse to grant an FOI request if in the
opinion of the head, access to the record concerned would involve the disclosure
of personal information (including personal information relating to a deceased

individual).
Personal information is defined within the FOI Act as:
"personal information" means information about an identifiable individual that, either
(a) would, in the ordinary course of events, be known only to the individual or members of
the family, or friends, of the individual, or

(ix) a number, letter, symbol, word, mark or other thing assigned to the individual by an
FOI body for the purpose of identification or any mark or other thing used for that purpose

I am refusing to provide certain information contained within enclosed records as I believe that
the release of this information, which is specific to an individual(s), be released into the public
domain.

There is a Public Interest Test applicable to section 37 of the FOI Act.
Public Interest Test

As per section 37 of the FOI Act I have considered the public interest issues which arise in this
case and have taken account of the following factors in favour of release:

e Ensuring openness and transparency of organisational functions to the greatest possible
extent,
The public interest in members of the public exercising their rights under the FOI Act,
The right to privacy is outweighed by the needs of the public.

In considering the public interest factors which favour withholding the records I have taken
account of the following:
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e Allowing a public body to hold personal information without undue access by members
of the public,

e The public interest is not best served by releasing these records,

e That there is no overriding public interest that outweighs the individual's right to
privacy.

A public interest test was carried out when considering the release of the personal information
but having balanced the factors both for and against the release, I decided that the public interest
in preserving the personal information and the reasonable expectation that information can be
maintained in a confidential manner by An Garda Siochana outweighs the public interest which
would be served were the records released to you in their entirety.

2. Right of Appeal

In the event that you are not happy with this decision you may seek an Internal Review of the
matter by writing to the address below and quoting reference number FOI-000062-2021.

Freedom of Information Office, An Garda Siochdna, Athlumney House, IDA Business Park,
Johnstown, Navan, Co. Meath C15 ND62

Please note that a fee applies. This fee has been set at €30 (€10 for a Medical Card holder).
Payment should be made by way of bank draft, money order, postal order or personal cheque,
and made payable to Accountant, Garda Finance Directorate, Garda Headquarters, Phoenix
Park, Dublin 8.

Payment can be made by electronic means, using the following details.

Account Name: An Garda Siochdna Imprest Account
Account Number: 30000302

Sort Code: 951599

IBAN: IE28DABA95159930000302

BIC: DABAIE2D

You must ensure that your FOI reference number (FOI-000062-2021) is included in the
payment details.

You should submit your request for an Internal Review within 4 weeks from the date of this
notification. The review will involve a complete reconsideration of the matter by a more senior
member of An Garda Siochéna and the decision will be communicated to you within 3 weeks.
The making of a late appeal may be permitted in appropriate circumstances.

Please be advised that An Garda Siochéna replies under Freedom of Information may be
released in to the public domain via our website at www.garda.ie.

Personal details in respect of your request have, where applicable, been removed to protect
confidentiality.

Should you have any questions or concerns regarding the above, please contact me by
telephone at (046) 90363 50.
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Yours sincerely,

@"—'é f M ASSISTANT PRINCIPAL

PAUL BASSETT
FREEDOM OF INFORMATION OFFICER

12 "APRIL 2021.
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An Garda Siochana

lixecutive Director

Information & Communications Technology
Garda IHeadquarters

Phoenix Park

Dublin 8

D08 HN3X

Stitrthéir Feidhmitchain

Faisnéis & Cumarsdid Teicneolaiocht
Ceanncheathri An Garda Siochana
Pairc on Fhionnuisce

Baile Atha Cliath 8

D08 HN3X

Teileafon/Tel: (01) 6661451 Laithredan Gréasain/Web Site: www.garda.ic
Facs/Fax: (01) 6661659 Riomh-phoist:/Email: Liam.Kidda@garda.ic

Bi linn/Join us &

ICT _4-467342/15

Mr. Aeneas Leane
Head of IT Planning

Re: MIMS Phase 3B — Major Investigations — Project Initiation Document

With reference to the above, please find attached signed Project Initiation Document for MIMS
Phase 3B.

Liam Kidd
Executive Director of ICT

J [, December, 2015

Ralteas Misin / Mission Statement
Working with Communities to Protect and Serve/Ag obair le Pobail chun iad a chosaint agus chun freastal orthu




FORM OF NOTIFICATION TO ACTIVATE PHASE

This is a notice for the purposes of Clause 3.5 of the
Agreement made between the Commissioner of An Garda
Siochana (“the Client”) of the one part and Accenture of the
other party on 20th day of December, 2010. The
Commissioner HEREBY NOTIFIES Accenture that she
wishes to activate the Phase and attendant Services detailed
in the attached Project Initiation Document, reference
number ___

Dated: ,é /4 pfﬂ/.ﬁ'

Signed : /
Client’s Project Manager
An Garda Siochana
Garda Headquaters
Phoenix Park
Dublin 8

To:
Accenture Project Manager
1 Grand Canal Square,

Grand Canal Harbour,
Dublin 2

Page 1 of 43
Draft Subject to Contract. This document is strictly confidential and should not be used without the consent of The
AGS.
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Major Investigations Management Systeins'

MAJOR INVESTIGATIONS MANAGEMENT SYSTEMS:
M.LM.S.

Phase 3b ~ Major Investigations

PROJECT INITIATION DOCUMENT

Version 1.4
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0.3 Documentation Contrgl

During the cowrse of the Project, it may be recessary (o issue amendments. or

clarifications to. parts of s decument.

changes ate made.

This form musl B¢ updated whenever

Material changes Lo the Project Initiation Document(“PID) are

subject to the approval of the governing Programime Bodrd or as may be agreed in

writing between the parties as-per the change control mechanism outlined in Section

19 of the Agreement and as more particularly set outin Section 6.3 of this: document,

1This PID is hereby incorporaled into the Agreement,

.. reated | Joe Taaffe 109/06/2015
_ :__._'I‘mahsc.d dnfl Vt_‘l.‘:ll)l‘l . Joe Taaff{_ o 13/10/‘2015
1| Updated f{}llowmg E Joe Taaffe
BROTRRW e
: : : I -
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1. Introduction

This PID is execuied by the Parties for the purposes of clause 3:5:0f and governed by
the ICT Services Agreement between the Commissioner of An Garda Sfochidna and
Accenture dated 204 December 2010 (“Agreement”). All capitalised terms uged
herein shall have the meaning set out in the Agreement, unless otherwise indicated

herein. References to “AGS” shall be a reference to the Client.

This PID outlines the scope of the services required for the design, build and
implementation aclivities: for Phase 3b of the Major Investigations Management
System (MIMS) — Major Investigations (referred to-as “Invesligations Management
system” in this PID). The objective of Phase 3b'is o develop.a single Investigations
Management system for An Garda Siochdna {"AGS") that will replace the manual,

papér based process by which investigations.are currenily managed,

MIMS Phase 3b has been identified as a high priority iniliative within An Garda
Siochana’s Policing & Security with TRUST Transformation Programme and will be
the responsibility of one of the four newly established Programme Boards, For
clarity, instructons and notices to Accenttre will be 4n accordance with the

provisions of-the Agreement.

It should be noted thatafter the implementation of Phase 3b, it is mitended that the
MIMS I'-’r.o_j_ect will be delivered using a phased implementation approach to enable
new functionality and technology to be developed and delivered in further phases,
as follows:

» Phase 3a - Document and Content Management and Search for Major

Irvestigations;
» Thase 4 - Enterprise Search;
* Phase 5-Exhibit Tracking;

¢ Phase 6 - Investigative Analysis.

Allof the aformentioried Phases (3a,4,5.and 6) are cutside the'scope of this PID.

However, it is recomended that Phase 3a be delivered in paraliel to allow the

Page 6 of 43 L - .
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intended integration of the Investigations Managamenl system willvthe Enterprise
Content Management system. Otherwise, the future integration of the Investipations:
Manageiment system and the enterprise content managemenl systeini may involve

addilional cost.
2. Seope of Services and Key Requirementls

The key objective of Phase 3b-is to implement a single fnvestigations Management
system which-will be used to manage the conduct of an investigation, tracking tasks,
events and decisions. This system will inlegrate closely with the Docament and
Content- Managerthent and Search for Major Investigations and Exhibits Tracking
System C0111'}301191i'ts and other Garda IT systems such as PULSE. The introduction of
this system into what is currently a papér based process will -reduce effort, and

greatly improve the effectiveness and usefulness of information gathered,

The main objectives of the Investigations: Management system s lo support An
Garda Siochéna manage aclivities completed as part of an _'i‘nves‘tig_a_ti(m, maintain a
full history of the chain of events.in an inuestig‘ation, information gathered, ‘decisions
made and actions undertaken. The Investigations Management system will integrate
with the PULSE system ensuring a single view of information linked to

investigations lhroughout the organisation.

The Provisions of Schedule A-Phase 3b; Major Investigations govern the provisions

of this PID and are the point of reference in the detail descriptors get out below.

The Services delivered during this Phase are:-
1. Project mangement

Implementation Planning:

W™

Requirements Definition

o

Systems Testing
Systems Installation and Commissioning

Trtaining

NOoe o

End of Phase Report
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The Investigations Managemoent system will deliver the following functionality:

¢ Provided uniqueidentifier for each item linked o an investigation through

the creation of entities in the investigation system.

o Retaina full andit trail of all changes made to the entities, documents and
records in an investigalion. Thys a full audil trail of all activities associated

with an investigation can be provided at any time.

s Allow for the altachment of files related to the investigation stuch as witness
statemerits, charge sheets and videéo. This will be facilitated by the integration
of an Enteiprise Content Management system (ECMS). This is covered under
‘MIMS Phase 3a. The parties acknowledge that Lthis integration with ECMS
cannot be delivered without certain elements.of MIMS Phase 3a being
completed,

* Provide investigation search facilities based on differerit critéria such as ID,
content type, location etc,

» Provide a comprehensive reporting solution regarding the management of
investigations, Standard réports will be exeated such as a “bingo card” teport,
disclosure report; final réport for the DPP suminarising the key details of the
investigation and p‘rov’ide'iistings of key events, interviews, statemerits etc.
Ad-hoc reports will also be possible.

» Provide integration with the Entel_‘?asise Cornitent Manageinent system

providing access to all objects associated with 4 given investigation.

The 'Invesﬁga tions Management system will address the following detailed
requiremnents outlined in the Agreement:
Administrative Functions

« Thesystem must allow a user with the appropriate privileges to set-up and

manage a taxonomy of jobs based on theirivestigation classification type.

] ] _ _ _ Page 8of 43 )
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o  The system must allow the set-up ol different rolas; for examplae back person,
exhibits -off_i(:er,_:questionna‘ire members, ilw'(-:.t;l-'i.gam_r-amﬁ typists. FEach role
must be-assigned different privileges in the system apprepriate to the

fanctions.they must earry out. These roles musl also be restricted to specific

investigations.

‘Major Investigation Creation

+ The systém must provide the functionality to allow a user with the
appropriate privileges to create and update an investigation record in the

Sysleny

* The system must automatically assign a unique identifier to the iavestigation,

« Thesystem must allow. the user to assigyi a code name to the irivestigation.
L3
L

» The systém must alléw a‘user to select the appropriate classification for the
investigation from a list that is storéd in the system. This will classify the.
crime,

» The system must allow the status of an investigation to be updated.and

tracked.

_ Fage § of43 _
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e Thesystem mustallow the priorily-of an investigation to be sel, This must be

agsociated with specific limelines.

e Based on the investigalion classification, the system will automatically
prasent the user with a set of recommended jobs to be completed aver the
courseof the investigation, This will be based on a laxonomy of jobs that is-
set-up in the system by an administralive lype user. The-user musl have the

option to create additional jobs if necessary,

o The system will allow a usér with the appropriate access privileges to add
members fo the investigative leam arid-assign these members to a role within
the team. The following information is entered in order to add a nember to
the feam:

o Garda unique personal identifier
¢ Civiliah unigque personal identifier

¢ The system will allow a user to search for a member they wish to assign to the
invest'igaﬁ_'on team. The name 'an_d. unique personal identifier of the usermust

be returned and populated into the investigation record,

o The system will aliow a user with the appropriate access privileges to remove.

a member from the investigative team.

Jobs

¢ The system must allow a user to create and update ajob. There must be a one
to many-relationship between the major thvestigation and job. That is to say..

mainy jobs can be associated with: a major investigation,

¢ The following information must be stored for a job:

_ _ _ _ . Page 10043 _ _ .
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o Job number - Assipned automatically. Consecutive numbers
6 Job category ~ fobs must be cateporised

o Assigned te ~ Details-of who the job is assigned Lo, Many people could

work on ajob. Details of all the people must be tracked

o Date-and Time Assigned ~ The data and time the'job was assined g a

team member

o Assigned by ~ Details of who assigned the job to the team inember

o Contact details - For the person who assigned the job including a
phone number and station/location or ..d'e].j.ar_l"menf

©  Status ~ The status of the job

¢ Due date - The date the job must be ¢completed by

o Content - Details about the job

o Resultof job - Includes both the result of the job and action taken.
Could résult in a document being attached.

» The user must also be able to create a new job(s} frorn within a job record.
The link between the two records must be maintained autOmatical-ly by the
system,

* The system must allow a user to assign a job to a member of the investigative
team.

e The system must allow a user to reassign a job to another member of the
investigative team.

s Thesystem must allow the status of a job to be updated and tracked. The
following status values must be iricorporated into the system:

o Pending Document Input - A lengthy document may take some time
to enter and some part of it may be.entered by an administrative type
user (for example, a typist)

o Pending Review - All documents entered or modified by an

administrative fype user imust be atitomatically set to this status

. Fage 11 of 43 '
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The system mustallow a priorily to be set for the job which reflects the

importance:and urgency of the job.

The system must allow a user o capture the result of a job. This coutd

involve the attachment of a document or object to the job,

The system must allow a member with the appropriate privileges lo capture
any comments they haveregarding a job.

The systeih must autoinatically maintain a jobs list which allows a user to
view and manage the jobs. The user must be able to filter this list as
necessary. Specific filters that have been defined to date include the
followring:

o Job status

ko]

- Job assigned to
o  Duge date
o The user must be able to print:the jobs list.

A user must be able to see a list of his/hey own jobs and filter according to
the status of the job.

The systet must allow a uset to electronically send a list of jobs to a member
‘of the teant. This could simply contain a list of jobs for the specific person ar

be a list of all jobs.
The system must allow a user to print the jobs list (sheets).

The system must allow a user to link jobs to othier jobs.at the time of entry or

ata later date. This will show the chain of jobs within an investigation.

The system must allow useis to search for jobs based on specific structured
fields and a free text search.

The system must allow 4 user to sign-off 'pa'r'tictllar jobs as complete and enter
a commient. Once signied off, job details and documerit deétails if attached,

must be locked down and must not be éditable.
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The s_‘_,fs{'el_n'must allow fora jt)b,:;[zl{cﬂ“_l&n'i‘ orother document to be fla gaud

‘as noteworthy or for further discussion at 4 marning confererice . or

‘management briefing.

‘The system must allow a user to mark a record as sensitive restricting access’

to these files to specific users within an investigation team.

The system must allow a user to track exhibits as follows:
© Viewa lst of all exhibits associated with the major investigation
o View the chain of custody for an exhibit
o View the final outputs produced for the exhibit

The system must provide a threaded graphical display of all the jobs

outlining the investigalive routés taken.

14

Page 13 of 43

Draift Subject to Gontract. This document-is. sirictly confidentlal and should not'be used without the consent.of The

AGS.




e

2 e e M

e cramng 2

Repozts

¢ The system must.enable the generation of the “Bingo Card’ report. This

report, which is-used in morning conferences and management briefings,

includes the following informaltion in relation to all jobs:

+ The system must allow for the generation of aveport that outlines the slatus

o

e}

o

o

The status of the jobs

Details of who the job is assigned o

Job summary details

Items flagged as notewoithy for discussion.

Blank rows Tor manual input during a conference

of ali jobs.

¢ The system must allow reports to be generated which list all jobs, statements

or other documents that have been marked as notewaorthy for-discussion at a

morning conference or management briefing.

« A nuinber of statistical reports havebeen defined (note a full iist of the

reports required will be defined during the detailed design phase):

o

Key Events

+ The system mustallow a-user to create key events which occur during the

lifetime of a major investigafion. A key.event would be created for every-

Nuntber of jobs.outstanding
Number of statements taken.
Number of statements by type

Number of questionnaires by location

15

major decision or event which takes place, for example the-death of a witness,

Draft:Subject to Contracl. This document is strictly confidential and.should ot be used without the consent of The

AGS.
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or a decision by the investigative am Lo focus.on one avenue of
investigation over another,
# The user-miust be able to select atype or category of key event record, Each
type of key event record must be linked to a specific set of data fields that
must be entered.

. T'he_sy'stem must allow a uscr to enler decision details into a key event. It

ust be possible to record details relating to the decision made and reasons

why the decision was made.

* The user must be able to update a key event.

* The system must.display a complete list of the key events associated with tha

major investigation.

» The system must:enable a job to automatically tri gger the creation of a key
event record. It must be possible toconfigure some jobs to do this
automatically. The systetn must also allow a user to manually trigger the
creation of a key event from a job.

© Thesystem must allow users {0 mark a key event for discussion at a morning
conference.
 The system must allow a user to link a key event to.one or more jobs or one or

more documents.

¢ Thesystem must allow a user to generate an executive summary report which
-swmimarises the key events over the course of the investigation and the
associated dates and times. This will provide a user with a high level view of
the status of a case.

* The system must allow a user to generate a report which includes the key

everits that were flagged for discussion at the conference.

o N ~ Page 1'5'o'f43_.
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Preservation of Scene Log

s The system mustallow a user to record details velating to the scent of an

incident, This would include, for example, a description of thescene, where

the scene is located and weéather details.

The user must be-able tostore details of all visitors to the scene of an incident.

This would include, for example, name, date-and time scene visited and

reason for visit.

Disclosure Management

The system-must allow the user to create and update a disclosure-and record
details relating to the disclosure. This includes:

o Date by which the disclosure must be made
The system must alert the user to the fact that the deadline for the disclosure
is approaching and action must be laken.

The system must.allow the user to search for the appropriate documents and
link them to the disclosure. Disclosure details must be recorded against the

document.

The system must allow the user to send the disclosure details to the State
solicitor electronically.
Thie systern must allow the tsér to record the fo'llo.wiﬁ__g details against the
disclosiire:

o [ate the disclosure:was sent

o To whom it was'sent

Prepate Final Report for DPP

The system must allow the user to create a {inal report and record details

17

relating to the final report. The user must subsequently be able toupdate the

final report details.
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» The system nust allow the user t search for the appropriate docwments. The
user musl be able 1o enter the reason why the decument is'being included:in

the final report or why it is not being included in the final report, Thase

‘details.iust beé recorded against the document;
»  The user musl be able to include-details of the exhibits in the [inal report..

+  The system must allow the user to send the final report te the interested party

electronically,
¢ The system must allow the user to record the following details againsl the
disclosure:
o Date the final report was sent Lo the DPP
o To whom within the Office of the DPP it was sent
General MI Requirements
¢ The system must include funclionality to verify the identity of a person,
»  The system must allow for alerts to be set-up in the system and sent
electronically to another membeér or section.

s The system must include register an interest functionality. A user must be

able-to define their interest in a certain piece of information and be

automatically notified-of ary iformation added to the system in connection
with the interest:
¢ The system must.allow a uger to.spec'i"fy:key_words in-the system. The user
1 must be able to carry outa keyword sedrch whereby only words marked as
keywords in the system are searched,
. The system must allow for a record to be marked as inactive in the system
; according to specific business rules and user access privileges: This

Junctionality must be provided as a user must not be able to.delete o vecord from the-

systeim. Records must be clearly raarked.ns inactive it the systen.

Page 17 of 43
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The-systemi must provide the fanctionality to-escalate-an issue when

necessary.

The system musl provide the facility for the-userto request authorisation to

-perform a specific action from another imember. Tor example, authorisation

may be required Lo disclose a parlicular document.

The system must provide thefacility for a member to grant authorisation o

another member to perform a specific action.

The system must allow a user 1o perform a simple-or advanced search within
a Major Investigalion file. The exact requirements for each will be defined

during the detailed analysis and design phase:

‘The systeri must allow a user to peiform a search across linked Major’

Investigations files.

The system must allow a user to perform a simple or.advanced search across
all Major Investigation files: The results ieturned may be restricted to simply
allow a user to delérmine if there is a “hit” on a pérson’s name. For example,
an authorised user may be able to perform a search on John Doe, and may
identify that this person’s name is in a staternent taken in a given
investigation without being-allowed to view the statethentitself. This will be

determined during the detailed analysis stage.

The system must allow. the user to specify the content type across which to
search, for example statements, questionnaires, interview rotes and jobs.
This will enable a user to search for a suspect’s name across all data
associated with the investigation or just within a specific séction of the data.

stored {for example staternents).

The system must allow the usex to search for all data, bothi structured and
unstructured. This includes for example, the header anid footerdata, the

document text-and audio files. For example, search for all statements

Pdge 18 of 43

‘Draft Subject fo Contract. This détument is strictly confidenttal and should not be used without the consent of The
AGS.




H
&
v

by

L e o

LR Ty

20

collected by a certain leam member, Or all documents collected on a specific
date.
o  The gearch facilitics of the syslemmust be capable of restricting access to data.
based on:
o Individual files which are marked. as sensitive
o Individual investigations. Rank and file Garda membeérs must only be
able to access data relating lo.investigations on which they are
specified as tgam members. An authorised user on an investigation.

team must beable to search across documents-on - Major Investigations

that are linked together.

o TRank: Mémbers above acertain rank must.be able to view gach
invesligation to determine the status of the case and the amount of

‘progress made to date,

Financial Costing of a Major Investigation

* The system must provide the facility for-the user to recexd the hours spent by
each team membeér on the Major Investigation tearn. This must be furthér
broken:down by type of hours, for example cxdinary hours and overtime
hours.

* The system must provide the facility for the user to record the travel and
subsistence hours spent by each tearn member on the Major Investigation
team. This must be further broken down by number of hours and overnight

hours,

S _ _ Page 19 of 43
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s Thesystem must provide the facility for the user Lo recoid the unsociable
hours spant by cach team member on the-Major Investigation Loam. This

must be further broken down by type of unsociable hours, for examyple night
duty, Saturday, Sunday, public holiday.

& ¢ The systern must provide the facility for the user to.record the mileage

incurred by each'team member on the-.‘_Major';l'nves tigation team. This must

be further broken down by type of mileage, for example official vehicle and
private vehicle.

». The system must provide the facility for the user to recoi'd other costs
incurred by éach team member on the Major Investigation team.

* The system must automatically extract the following from the FIRM or
F_inanc_iai Mana gemenl System -as appropriate.

‘ o Hourly rates

o Traveland subsistence allowance rates

o Unsociable allowance rates

‘© Mileage allowance rates

© Other rates if appropriate

» The system must automa tically calculate the total costs associated with an
, investigation. It mustbe passible to breakdown the total costs incurred by
the different categories including hours, mileage, travel and subsistence,
unsociable allowances and other costs, - It must be possible to further
breakdown the costs by each of the categories defined for each, for examiple
the total cost of Travel and Subsistence overnight hours. The system must
provide the facility to do this both for an individual member and for the

entire investigation and for differént periods of times and weeks.
» The system must allow for the generation of the following reports (Additional
reports may be identified during detailed design):
o Weekly report
o Total costs to date

o District/section costs to date

_ : . _ Page 20 of 43 _ _
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Configurable Solufion

e The systentmust provide funclionality for an administrative type tser o

configure the values ini the drop-down lists when necessary.

21  Proposed Solution.

As outlined in Part 3 of Schedule B in the Agreement, the Software deliverables for
Phase 3b of the MIMS projectinclude an Investigations Management Component in

accordance with the futictional requirements set out above.

Following a review of the propesed selution, the useof a Custornised Software
solution is considered 16 be the most economically and technically advantageous
solution to deliver Phase 3b of the MIMS p roject. The costs are set outin Section 4

bhélow,

The Castomised Software will be owned by An Garda Sfochéna in accordance with

section 7 of the Agreeme_nt.

2.2 Approach to Work

22

The overall work effort for Phase 3b will be broken down into werk: packages and

tasks. Work packages comprise of a series of tasks. The key tasks that will be

completed for each of the Phase 3b-work packages are outlined below:.

Project Management & Planning - This stage covers the initiation and planning

activities required to mobilise the Investigations Management Phase, as well as the

ongoing Phase 3b. management activities r.equired 1o ensure that the Phase is

delivered, The activities to be performed are as follows:
* Confirm the Phase scope-and expectafions;
* Manage the Phase scope, resourcing, budgetand schedule;
®  Manage the quality, issues and risks;

s Manage the Phase finances;
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e Administer the Agreement;

v Maintain the Phase work plans;

2 R_epo;‘t on i'he.pmgress of the Phase; and

& Track the Phase deliverables.

Requirements Analysis - The purpose of this stage is to review the existing

Investigations Management business  processes and 1o review and confirm the

funictional and technical requiréments for the new Invéstigations Management

solation. The key mputs will include:

The current baseline understanding of the requiremonts as oullined in the RFT
{Request for Tender) documents;

Requirements gathering workshops with key functional experls to conlirm
functional 1'equii'eln_el1-t 32

Technical architecture requirements workshops faking into account AGS
standards for security, regilierice, environment configurations, AGS
configurations and recommended  deployment, operations and service
introduction procedures;

Dociiment the full matrix of Investigations Management functional and technical

reguitements arising out of.the workshaops,

Fungtional Design & Technical Design - The purpose of this slage is to produc_e the

design specifications for the system to describeeach element of functionality being

provided for AGS. This will include:

» Configuration specifications for the installation ‘of the Investigations
Management Componerit Software and database;
s Functional and technical sp{—:'cifications' for customisations to screens, menus,

reports ahd interfaces in order to satisfy the requirements;

»  Technical specifications for processing logic within the system , deployment

of the Customised Software within existing environments and AGS

workstations, as well as-interfaces with other applications (if appropriate);

« Database d'csign specifications -including detailed definitions. of entities,

attributes and relationships.
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These design specifications will be reviewed and agreed, as they form an important

‘basis for the development and confi guralion.

JInstallation, Configuration and Build - The purpose of this stage is to build

téchnical environments and install the Customised Software for configuration and

developmént of custom components as per the design specifications:

Build the development, test, lraining, production and disaster recovery
environments and configure for installation of Customised Software;

Install the Customised Sofiware and database on the development environment;
Test the Customised Software to ensure basic functionality can be performed
‘without significant error;

Document any configuralion changes reguired, avising from pipe-clean tests
Implement functienal and technical configuration changes to the Development
Environment, based on the agreed functional and technical requirements;
Development of customisations to the Customised Softwate as per the
specifications produced in the design phases;

Document final functional and technical configuration settings and. build,
including:

‘o Full suite of detailed instructions and. configuration scttings for the
installation of the Customised Software and database, and for making
functional and technical 'conf'igurat"icn chianges (o the Cusiomised
Software and database;

¥ol Upda‘ted. server and environment design s_pecifiaatit:ns;

o Deployment, operations and service introduction procedures;

o AGS workstation build and browser settings.

Testing - The purpose of this is to test the Investigations Management system for

conformance to the design specifidations, The activities to be performed as follows:

+  Conduct Unit Testing of components for conformance to the s_pecifica_tion;

* Conduct Assembly Test to ensure that all components interact correctly
without significant error;

* Installation of the Intelligence Management system and database to System’

Test-and Technical Test Environments;
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Complete and agree System Test Approach which includes end-to-end
functional testing to ensure that the system ‘behaves as specilied,. fvom a
business; user and technical pdrspective. This will also include an approach
for funclional testing of data migration in ling with the Data Migration
Approach document;

Prepare System Test Scripts and data;

Execution of System Test in accordance with the test approach;

Document and Iimplemient any changes arising from System Test;

‘Complete and agree Technical Test Approach Decument, which includas

integration, security and performance fest plans. This will also include an

approach for technical testing of data migration in line with the Data

Migration Approach document;

Preparation of Techinical Test Scripts and data;

Loading of performance test data to the Performance Test / Technical Test

Environment;

Execution of ‘technical testing and resolution of any significant performance

issues with the Investigations Management-system;

Document and imple_ment any _configu-ration changes arising f{rom

Performance Test;

Preparation of User Acceptance Testing (UAT) scripts and test data;

Installation of the Investigations Management system and database to UAT

Environment;

Execution of UAT, and resolution of any significant issues that atise during

UAT; |

Document and implement changes arising from UAT;

Document a revised functional specification for the Investigations

Management'System; |

Document a revised Investigations Managemerit configuration manual,

containing:

o Full suite of revised functional and technical configuration settings for the
installation of the Custorhised Software and database, and making
functional and technical configuration changes to the Customised

Software and database;
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o Revised ] nves[‘-iga{‘ions Manai.;_'emcm server and  envirenment design.
specifications;

o Revised deployment, operations and seyvice introduction procedures;.

o Revised Investigations Management AGS workstation build and browser

settings.

Business Process Design & User Training - the activities to be performed are as

follows:

Document business process. procedures and (lows;

Complete and agree Training Plan;

Produce the full suite of training materials;

Supply training materials to AGS;.

Installation of the Investigations. Management -system and database to

Training Environmerit.

Production Installation and Imiplémentation ~ the activities to be performed are as

follows:

2.3

Complete and agiee a deployment plan for the Investigations Management
system;

Deploy the Investigations. Management system and database to. the
production environment;

Prepare and conduct Operational Readiness Testing (ORT) o ensure that the
IT Operations unit can build and operate the Phase 3b solution successfully;
Copy the configured database to the all pré-live environments;

Provide post-implementation support.

Security Arrangements
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3. Project Plan and Contiol Mechanisms

This section provides details of the individual plan for Phase 3b of the Project. 'The
Project will be delivered using a phased implementation approach, This phased
dapproach will enable neéw functionality. and technology to be: developed and

delivered in sticcessive phases,

The implementation timeframe for Phase 3b of the Project is summarised in Table 3.1
below. Target completion dates for Phage 3b will be depenident on the Phase 3b start

date.

H

.L'P.hase 3b Inves'tig'atibns Managenient 18 months ;%

" Table 3.1 Linplementation Timeframes for Phase 3b

It is proposed that Phase 3b will be deployed on ICT infrastructure to be provided by
AGS. -As a result of this, the implementation timeframe above is dependent on the
availability of the GARDAIS infrastructure and resoutces to facilitate the integration

of Phase 3b System Components when required,
3.1 Project Plan

The high-level implementation plan for Phase 3b -~ Investigations Management is
outlined in Figure 3.1 below. The target duration period for Phase 3b is 18 months

after the completion of the initial mobilisation phase expected to last-4 weeks.
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Figure 3,1: Phase 3b - High-Level implementation Plan

3.2 Deliverables
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Documentation Deliverables that will be delivered duting Phase 3b - Investigations

Management is detailed in Table 3.2.1 below,

i Req uirements Spec;flca tion Document

; “Stakeholdel Anaiysm and Chdngelmpacl As%ssmcnl

'{ Tunctional a nd Techmm] DeSJ gn Docu mcnt

' Busmess PIOCQ.‘:S Mappmg

Data Mlgratmn App:oach

Opelahonal & Process Documentation

Table 3.2.1:

ase 3b Documentation Deliverables

e Closm - Repoft S e
Tzammg Plan

‘Communications and Engagemeat Plan -

T;ai_;t-:h;g "Matenals e - et
DeploymentPhn I T T o
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4. Costs

It has been -agrecd with AGS that AGS will pay Accenture ||| G

:.-.I:O'_pr-ovide- Services set out in this PID for the delivery of Phase 3b of the MIMS

Project. This excludes any additional. costs for both hardwarg and Software as

-outlined below.

41 Phase 3b Services Costs

Based on a review of the functional and technical requirements, gervices fees for
Phase 3b will be [N 1L expenses of up to [N
—will:be inveiced as incurred for the provision of the Services.

The payment schedule for the services described in this PID is oullined in table 4.1.1
below and is based on the payment terms.outlined in Schedule C of the Agreement.
s iR P e eI st s e
Ml_lestone_ I’aymen{‘ (excl VAT) P1yment (incl. VAT)
Month 1
IMonth 2
Month 3.
Month 4
Months
Month 6
Month 7
Month 8.
Manth 9
Month 10
Month 11
Month 12
Month 13
Month 14,
Month 15
Month 16
Month 17
Month 18
Month 19
Month 20

Total Payment Amount

Table 4.1.1: Payment Schedule for Fees Due
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Fees shown in table 411 are illustrated ‘with and withoul VAT, VAT has been
calculated using a VAT rate of 23%. Any changes (o the VAT rate will impact the

costs of Services -ilwdlUL{i111§-VA'l“.

All services cosls described are inclusive of a discount of 8% as required by

Department of Finance Directive 02/09.

4.2 Phase 3b Hardware and Software Costs

The indicative Hardwate costs for Phase 3b - Invist gations Managemient are detaijed
in Table 4.2.1 below. The specificatiory and amount of Hardware may be ainended
depending on its availability from Hardware vendors and may be substituted with
similar Hardware. The AGS will provide the Hardware below via existing
infrastructure or through procurement. The AGS. may instead at- its discretion, if

procurement is required, request Accenture in writing to procure such Hardware.

Ficanga ADEECRE
Blade HW _ | BL460 Geng

Blade Support. ) .HW’Support {3 yr)
Starage . | 'SAN Storage (P7400)
Storage Support B BAN Support.(S yrj.
Total {Excl. VAT) e

Total (Incl, VAT)

. Re_ Hat Linux Server

Table 4.2,1: Hardware I{é'q_ﬁi'feinen_ts g

There will be a requirement for AGS to procure Software licences in relation to the
delivery of Phase 3b. In this case Accenture will endeavour to accommodate the most

cost effective solution, including the use of Open Sourée Software where appropriate.

The Client wiil provide the Hardware below via existing infrastructure of through

procurement. The Client may instead atits discretion, if procuremerit is required,

request Accenture iit writing to procure such Hardware,

The indicative Software requirements for this Phase are detailed in table 4,2.2

i

. License + -year'sup'P ort
(2 Sckt) .

VMware SW vSphere
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Total (Excl. VAT)

Total (-ln_cl_a_V'A'lf)_ _ - _ . e
Table 4.2.2; Software Requirements and Associated Costs™*

- Descripiion

“VMware SW.Support | Per annum
Total {Excl. VATY Per annum
Total (Incl. VAT) Per annum

Table 4.2.3: Softwaré ‘Suppo,rt Costs®

* Assuming re-use of existing Blade Chassis, Storage Chassis, Alfresco and Oracle
Infrastracture in both data centres

The Hardware and Software necessary to host the functionalily te be provided by
Phase 3b -Investi gations Management will be reviewed during the detailed design

actvities which will be conducted at the start of the Phase.

4.3 Reconciliation of Actual Costs against Estimated Costs

Subj_ect always to the provisions-of clause 5 and clause 14 of the Agreement, in the
event that the Agreement is terminated for any reason, Accenture will reconcile the
actual costs earned in the delivery of Services tp lo the dale of such terminalion
(based on the tables set out in Section 4.1 above and as may be agreed) against the
‘aggregate-amounts paid by AGS up to the date of such termination pursuant to Table
4:1.1 above, If the amounts paid by AGS to Accenture: up to the date of such
termination exceed the actual fees earned by Accenture, Accenture will thereupon
refund to AGS any surplus fees which have been 'p_aid-'by AGS. within 30 days of the

date of such calculation.

If the amounts paid by AGS to Accenture up to the date of such termination is less
than the amount fees to which Accenture is entitled under this PID, AGS will
thereupon pay to Accenture any shortfall in fees within 30 days of the date of such

caleulation,

If AGS requests:additional work to be undertaken which will result inadditional
effortnot covered by the scope of this PID; this will be agreed with Accenture and

documented and any associated additional costs will be invoiced ta AGS separately.
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This additional effort must be requested by AGS in writing and any asseciated costs,

agreed ih advance.
5. Project Organisation.

In accordance with and subject to clause 10 of the Agreement the project organisation
structure and steéring arrangements are outlined below, Jt shiould be noted that the

organisation struicture will change over time to reflect work in progress.

‘Figure 5.1 provides a high-level view of how the-project is organised for Phase 3b.
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‘Figure 5.1: Organisational Structure - MIMS Phase 3b

5.1 Govérnance

The Governance model for Phase 3b as per the Garda Transformation Programme is

described in detailed below.,

Programme Board
This section provides details of the responsibilities of the Programme Board, MIMS
Phase 3b has been identified as a priority project under An Garda Siochéna’s Policing

& S"ecurity with TRUST Transfermation Programme and as such will be the
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responsibility of one of four newly established Programime Boards. The Programmie

Board will oversee the planning, design, build, deployment and bencfils vealisation

phase of the Project. The overall responsibility of the Programme Board is tor
» Appoint a Business Owner with responsibility for Project Implementation
¢ Provide overall guidance and directior to, the Project
+ Ensure. that the Project is conducted to the agrecd project management
method/ standards

¢ TReport on the Project’s progress to the senior leadership of the organisation.
P > °ro) progress | !

At the beginning of each Release, the Programme Board will:
o Ensure that the project complies with the agreed: scope and business
objectives;
¢ Approve the project documentation and associated work plans; and

o Authorise.and commit resources {o the Project.

As the Phase progresses, the main responsibilities of the Frogramme Board are to:
» Monitor project progress and status against bu dget and sched ale;.
» Monitor status of change tanagement, business readiness and training
delivery
e Review and approve aclions to resolve isstes or address exception situalions;
e Review and approve impact assessments of change control notices raised sign

off PRINCE deliverables;

L]

Sign off each completed release; and

Review plans for subseguent Project stages.

At the end of the Phase, the main responsibilities of the Programme Board is tor
» Ensure thatall Deliverables are complete and delivered; and

*  Authorise Phase ¢losure.

Business Owner
The Business Owner is responsible for the overall delivery of the project and ensuring
that the project: méets business requirements and defivers the stated benefits for the

organisation.
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At the outset of the project the business owner is responsible for developing the
strategy, business case and high level requirements. for the project, The business

owners 1is also responsible for tdenlifying snd documenting the benefits to be

delivered by the project,

Once the project reaches the implementation phase the Business Owier will review
and approve project deliverables and status reports in advance of Programme Board

meetings at-each phase of the Project.

The Business Owner will also be responsible for escalalion of risks and issues o the

.Prog__ramme Board.

Following deployment, the business owner will be responsible for measuring and.

tracking benefits realisation,

Strategic Transformation Office

The Strategic Transformation Office (STO) will be tesponsible for ehstring that the
project adheres to the Programme Management and Governance structures
throughout the project lifecycle, under the Garda Transformation Programmae:, The
Strategic Transformation Office will provide ‘three key functions to the

Transformation:Fio giamihe,.

1. Programme Architecture

Ensure the overall strategic direction of the Transformation programme is
‘maintained. Support Programme Boards: and Business Owners. throughout
implementation of Transformation projects.

2. Transformation Management

Provide an overall approach to programme wide communications as well as
suppert for Transformation management and business readiness activities on
individual projects.

3, Pro_g_ra_mme Management.

Track and monitor high level status for each project and repoit on overall
Programme status to Garda leadership., -Ensure_projects‘ adhere to the defined

governance and delivery standards under the Transformation Programmie,
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Status reports, risk/issue I(:gs‘-am_i. high level project plans will be maintained via the

P_i'og_J‘alnme Management Office within the STO.

‘A répresentative from the Strategic Transformation Office and An Garda Siochéna
ICT will sit on the Programme Board, along with the Business Cwner, (o ensure the
project delivers the agreed business ebjectives and that the overall strategic. direction

of the Transformation Programme is miaintained.

‘Garda Project Manager

The Garda Project manager is responsible for oversight of the project delivery team
and ensuring that project milestones and deliverables are completed on time and to
the required standard during l;l*le-impi_ementa tion p'hases of the. project, The Garda
Project manager is appointed from within the ICT Section and will besuppor’ted by a

management tearn from this sectioni.

Accenfure Project M'anag'er
The primary responsibility of the project manager is to ensure that. the Project as a
whole produces the required Delivérables to the required standard of guality, and

within the specified constraints of time and cost.

The Accenture Project Manager for Phase' 3b is-accountable te the Business -Ower,

Garda Project Manager and the Programme Boaid.

The Project Manager will work with the Garda mana gement team to:
¢  Plan the Phase and develop the documentation for Phase 3b;
e Agree the objectives and focus for each teamy; and.
o Monitor progress and use of resources, and identify and agree cotrective

action where necessary,

The Project Manag__er-wi'll waork closely with the Project Assurarice Team to:

Facilitate the implementation of the PRINCE Qu ality process; and
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¢ Address concerns, issues or other requesty for information from the Project

Assurance Team.

_wil] peérferm the Ac¢centure quality assurance role and-will work

with the Garda Management team Lo ensure the agreed levels of service are delivered.

5.2. Key Assumptions

(i) All relevant information and access to resources will be givén to Accenture (o

allow for the effective discharge of respensibilities in rélation to- this PID,

(i) The Investigations Management system will be deployed into the GARDAIS

domain:

(1if) The following existing GARDAIS components will be made available and can be

re-used in the technical Architecture of MIMS Phase 3b:

{iv)The Investigations Management system has assumed that AGS will provide the
ICT infrastricture in the GARDAIS environments on which to deploy the
solution. This includes server infrastructure (blades, associated chassis and server
virtualisation Softwaré) and external storage: solution (SAN .Fabx-ié) with enough
capacity to facilitate the integration of Phase 3b into _tIie GARDAIS domain. Any
additional Hardware or Software required to host the Customised Softwate being
-provided under the scope of services in.this PID will be provided by AGS in

accordance with the timelines outlined in this PID.
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{v) The investigations Management systern has assumed that the GARDAIS [
I o'ution will be available for
integration with the Customised Software being provided inaccordance with the

timelines oullined in this PID.

(vi)Regression testing of other GARDAIS systems IS
B ' be required to ensure no degradation of
petformance due to the addition of the Customised Software being deployed to
the GARDAIS domain. GARDAIS lesting enviroiiments and resouwrces will be
made available to facilitate the. integration and testing of Phase 3b System
Components in GARDAIS and associated test environments when required.
Subject to clause 17 of the Agreement (Force Majeure) any unscheduled or undue
deiays in the 'ava_ila'bjili[y of AGS environmenis or resources may result in
additional. Cha‘rge's; provided aiwa_ys that the Parties shall endeavour to progress
other elements.of the Deliverables to mitigate the impact of any unscheduled or
undue delay in availability. As external agencies also share the Garda Integration
Broker, coordination of testing activities will also be required with these agencies,

AGS will be responsible for organising the testing activities with other partiés

(internal and external) using the Garda Broker.

(viii) It is assumed that support will be available from the existing Garda IT and

Telecoms teams for the following activities:

© Execution of testing, regression testing and end-to-end testirig. It is assumed

that thiese environments and associated testing equipment will be p’rioriﬁst—:d
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and made availablein line with considerations around the overall AGS

testing schedule and priorities,

(ix} All fées shown i Section 4 have been calculated at23%. Any-changes 10 the VAT

rate will impact the costs of Flardware, Software and Services including VAT.

required under the scope of services in this PID: will be provided by AGS in

accordance with tlie timelines oullined iy this PID.

() The Investigations Management system has assumed: that AGS will provide the
3rd party hardware.and software to scan documents. Any Hardware or Software
required under the scope of services in this PID will be provided by AGS in

accordance with the timelines sutlined in this PID.

5.3 Key Dependencies on An Garda Siochana

(i) Any AGS resources who will be involved in the delivery of Phase 3b and who
may be responsible for post implementation support will be identified at the start

of the Phase.

(i) The Accenture and Garda resources identified-in dependency (i) will be co-located
to facilitate the efficient exchange of information between resources and in

accordance with the provisions of Schedule G of the Agreament.

(itf) Relevant AGS resources will be made available to support the project activities

outlined in this PID in accordance with tlie agiéed project plan.
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{iv)All" Accenture resources  will be  provided  with  reasonable  adequale
accommodation including network conneclivity to allow for the effective

discharge of their duties.

(v) Accenture resources will be provided with the correct level of access (including
administrator access where appropriate and in accordance with the provisions of
Schedule G of the Agreement) to Hardware and Software 1o allow for effective

disc'ha}"-ge of their duties.

{vi)Any updates necessary on the T service desk AHD system will be-made to allow

for the effective reporting of status and service performance.
(vii)

(viii) Any additional Hardware or Software required to host the Customised Software

being provided under the scope of services.in this PID will be provided by AGS.

54 Exclusions

(i) Post-Implementation support service costs are not included in the fees defailed in
Section. 5.

(if) Developments of enhancements o the Garda Broker and other GARDAIS systems
that are required to integrate with the Investigations Management system.

(iii} Any networking requirements to facilitate the hosting of t_ile.soluti(_)r_x,

{ivyAny hardware associated with the solution (servers, storage, mobile devices ete.).

6. Formal Accep.tance

Formal acceptance. of Deliverables from a contrackial perspective is defined in

Schedule D of the Agreement.
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6,1 Control Mechanisms

The approach set out below refers o the controls and techniques being used during

implementation of Phase 3b-- Investigalions Management..

6.2 Progress Reporting

The focus of progress reporting is to ensure that project management has access to
timely and accurate information on P-l'OjéCt status a_g_"ainst-. budgel and schedule.
Project Work planning and Progress Reporting procedures have been definéd for the
project which outline the process for tracking actual effort invested and progress in
completing tasks. These procedures include:

* Rolling up weekly team status report to-an overall weekly status report;

s Weekly team status mee.{-ing_s; and

s Weekly managemenit meetings.

6.3 Change Control

» All requests for Change Control must be carried out in accordance with clause

19 of the Agreement,

6.4 Quality

To. control the quality of work undertaken and Deliverables completed during this
Phase, a séries of procedures, standards and templates have been defined by the
project team both duririg phase mobilisation and as.an ongeing activity. Deliverable
reviews conducted within Phase teams, and reviews conducted as part of the
PRINCE quality review process, ensure that the end Deliverables conform to the
standards defined. Accenture’s quality system has been certified as conforming to.
150 9001.

The quality assurance approach for MIMS is outlined below and.is carried out in
accordance with and’ s_ubi_e;:f. to the termis of the Agreement.
e In accordance with the PRINCE .Mjethodolog}_u the Project will follow a quality

review process for each phase (from requiremnents to deployment sta ges).
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o Accenture will work with AGS (o produce documents for a Qualily Assuiance
review. The documents that will be part of the Qualily Assurance review [or this

program are described in Section 3.2.

¢ The AGS Qualily Assurance team will be responsible for reviewing these
documents to-énsure conformance to standards defined. Documents are reléased
to. the AGS Quality Assurance team on the quality review due dates, by

Accenture.

s The Q_uali'ly Asswrance team’s involvement will be in the réview of déciuments

produced as part of the Phase lifecycle, on a phase by phase basis.

e The Quality Assurance Team's responsibililies end for a particular phase, when
that phase is released into production. The AGS Quality Assurance team will not

be required to play a role in the generation of any Deliverable documents.

6.5. User Acceptance Testing

During User Acceptance Testing (UAT) the AGS Quality Assurance team may review
the UAT scripts and UAT results/reports, delivered by Accenture, to ensure Lhe
System Components meet the required standard of quality. The quality assurance
review dates will be included in the detailed Phase 3b plan generated at the start-of
each phase. Testing will be conducted by Atcenture and Garda only in accordance

with Schedule D and Schedule G of the Agreement.

In addition ¢o the Quality Assurance document reviews, the AGS Quality Assurance
team will sit in on Prograimme Board status meetings, where the program status will

reported ona monthly basis.

The’Qualit_y Assurarice cycle is as follows:
Step 1:
Accenture will deliver the document(s) due for Quality Assurance review to the AGS

Quality Assurance team on the dates outlined in the detailed Phase 3b plan.
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Step Z:

The AGS Qualily Assurance team will complete their review anpd send wiitien
feedback to.Accenture within 10 working days of receiving document(s). If no writlen
feedback is received within 10 working days from date of distribution, the delivered

documeni(s) will be-deemed final.

Step 3:

Upen receiving Quality Assurance feedback, Accenture will meet with the. Quality
Assurance team. Accenture will review feedback with the AGS. Quality Assurance
teamrand update document(s) with agreed appropriale changes.and produce the final
version of the document(s). The final document(s) must be completed within 10

working days of receipt of Quality Assurance written feedback,

Step 4:

Accenture will liaise with all relevant stakeholders o obtain s_'i__gn off of the final
document(s). Sign off must be completed within 10, working days from when final
document{s) are produced. If no feedback is received from relevant stakeholders
within. 10" working days from date of distribution of documient(s), they will be
deemed as signed off. Upon sign off, these document(s} will be. distributed to AGS

Quality Assurance team and. all stakeholders.

7. Risk Management

A risk log will be created during the mobilisation phase of the project and this risk
log will be maintained by the Accenture Project Manager throughout duration of the

iin p_'] ementation.

Risks will be discussed at the weekly project status meeting with the Garda business

OWNEer.

‘The .risk log will categ_oris‘e each risk in terms of the likelihood of its occurrence and

the severity of its consequence.
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This process will allow the Project Team to:
e Identify the major abstacles (vigks) to achieving the Phase3b objectives
» Identify specific actions which will reduce the risk
o Identify the timeéscales for evalua ting the success or failure of thuse actions

» Encourage systematic analysis.of options for reducing risk.

"The key project risks, as agreed with the Garda business owner, will be discussed at

the Programme Board meetings.
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[ agree with the within Project Initiation Document for the purposes of the

Agreement and the Notification to Activate Phase

Accenture Project Manager

For and on behalf of Accenture

Date: (‘l‘i)i' 2015
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AMENDMENT O THE
IT SUPPORT AND MAJNTENANCE SERVICES AGREEMENT {"AMENDMENT")

THIS AMENDMENT is made on the 12" day of December, 2016

BETWEEN the MINISTER FOR JUSTICE AND EQUALITY of 94 5t. Stephen's Green, Diibfin 2 and THE
COMMISSIGNER OF AN GARDA SIOCHANA of Pheanix Park, Dublin (Hereinafter “the Client™); and

ACCENTURE @ private company Incorporated in (refand with unlimited liabllity (Raving a share capital}
{Company Number 350745} having its registered offices at 1 Grand' Canal Square; Grand Canal Harbour,
Dubilin 2 (heralnnfter “accentura'},

1

#.

The, Client entered into an agreament with Accenture doted 17 November 2006 for the
replacement of the Garda Téchnical Bureau's (GTB} Automated Fingarprint fdéntification System,
the ,develnpmeﬁi and implementation’ of an intégration hub and the Integration of additonal
-agencles and systems {“the (T-Services Agreement”).

The Clierit further entered into an IT Malntenance and Suppor. Services Agieement with
Accenture dated 22" Decermber 2908 to-grovide maintenange and support services in raspact of
all Phases of the performaiice and delivéry of the Sanvices under the IT Servicas Agreement for a
period ug to 33 Degember 2010 (“the Agreement”},

The tarm of the-Agreement wia$ subsequentiy extended to 31 Dacembar2016.

Priot to the expiry-of the Agreement: the parties agréed to furthér.ektend the Agreemant intl
31 Decambey, 2018 ang works: have been carded out pursuant thereto. This Amendment
confirms the-extension of the Agreementand provides for certain chapgesto the Servicesand
the pricing arrafigements.under, the Agreement.

NOW IT IS HEREBY AGREED that; in consideration ofthe mutual covanants,conditions,
sgreaments and payments. herelnafer set forth and. provided for, the parties. hergto respectively
cavenant with each other as follaws:

All czpltalrsed terms used in this Amendment shall have the rheaning sat out in the Agreemntuniass-
prnuiﬂe;f otherwise gupresslv or by necessary implication, ‘All references in the Agreement to.
“Moterola”, “Motorola: Limited”, *Morgho” or "Morpho Trak” shall be replaced by » reference to
“Bafran Identity & Security”.

i

The term of the Agreamant is, @s and from 31 December, 2016 éxtended for the. périod o 31
Decembier 2019 inclusive (*Term®)-and all related refeérences shall be construed accardingly.

The Charges for the Services to be provided daring the Term shall be the sum of IR
w slong with such othercharges’ for optiomal edditional Services as-are set
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out atSchedule D to this Amandment and payable uhder and'in accordance with Cladsé 5 ofthe
Agreement.

B, Section 4,2;3-of the Agrecant be and Heraby is feplaced with the following:

4.23

to use ali mas::mablr: endeavours to procuréd ‘alf recessdry ¢onsents for Atcantire and
Safraf [dentity & Security'to &e granted such access to the software and hardware’
systems and solutions of the Clignt and such thier systems as are described In. the
Glieat’s RFT ("Client’s [T and Network Environment”) and that Acgenture considers ars
necassary for the purposes of this Agreerent, in particular tfie provision of répiote’
acoess to such of the Chant's systems ant! i such manher as 4s ngcpssary 1o enahle
Accgnture ta.provide the Services sel autin Schedyle A: Accenture shall-enter into, and-:
shall progure that Safran Identity & Security enters into, Such corfidentiality agragments,
35 miay be required for the purposes of such actess, Subjext thereo and- upon
reasgnable notize im writing the Client undertakes as soon as is practicable to' ehsuife.
that Ascentuce and Safran identity & Secufty bre arantﬁcf such fdentified agcess ta and
are accorded such regsonable assistance as s requrred by Accentureé aiid Safran.tdentity
& Securitv to use such identifisd saftware aidl hardware systems and solutions Tor the:
-purpdses of this Agraement,

4. The following Jangusge stiall be irserted to become Sactlon 12.5/of the Agraement;

25

s atithe date ofthe 2016 Amendmerit the-AFIS system is overiten years old, ant whilst
stili fulty operationat and-finctional, it contains a large,number of End of Life
components, End of Life Components means rfrasthicturs and software'thatis no
longer supportéd by the third party supplier of such infrastructure or software. Over the
teim ofthe nmgnséd maintgnance extension, ‘Agcantura wishes fo formallv,r coinfirm to
the Client that whilst enterfng ihto a fmulti-year meintergrice.eltension (to ensure that
thie AFIS systemn ramains Tormally supported), there isan Incrgesing risk to the potential
downtime that could-oceur with the failurs of ohe or inore of thesg End of Life
-Compaonedts. Bised.an this uptime and tesponse SLAs:cannat be guaranteed,

5 Section 13 ofthe ﬁgreemgnt'be. and heraby is replaced with the folldwing?

134

13.2

CriiefSuperintendent IT Opérations wilthave the duty of acting as the Client Contact
with.Accenture for pirposes sonnected'with the Servicey provided hereunder as of the
date hpreof

ift have the dity of acting as the Accenture Contact with the'
client for purposes connected withthe Services provided hereunder as of the date
heregf.,
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Sthedule A of the Agreement be-and hereby is replaced with the following:

a) Tha sectian entitled "Summary of Accenture Service Hours™ be-and hereby [s replaced bythe
following:

The Atcenture support téam will manage all incidents.on’s 24hour X 7day biasis enie raised by
the users through the An Garda Siockisna Service Desk and upon notification of the Accenture
AFIS support team by the An Garda 5Ia:hén_§ Service Desk.

Accenture will grovide the following suppork:

& OirSite Suppart: Accenture will provide omr-site sispport-in Gards Headquarters betwesr the:
hours of 09:00 and. 17:30, Monday to Friday. Support may also invalve ramote access by
approved subcontractor parsoiine! during this period.

e Dut of Hours {00H) Suppbrt: Out of hours. suppart will Be Provided between the hours of
17:30:01 and 0859 159 Mnnday to Frldav and 24 hwrs per day on weekends and Bank

will he on an o_n-_caﬂ hasls via the 2437 Lwe Suppnrt Tearn and via rerote socess by approved
-Subcontractor persenyiel.

Support Personnel - Subcontractor will provide schedufed technical on-site suppart two
weeks per quarter — nat ta axcead eight weeks {320.Hours) par year and not to exceed ‘thres

{3}-weeks per trip.

hj The spction entitied ‘*Acéentu_reAF!S Support Team Befipition” be and hereby isreplaced by

the Tollawing sedtion:

N DES t{iptian‘ 'E'A‘.ct’n tLire: : Pe 'm nr‘hi!i"f‘

Severity 1 and Severity 2 incidents: on-site support and remote access supgort ingide business
Hours; on-call support via the 24%7 Live Support Tesm:and remote-acgess support out oFhours
Severity 3, Sevarity-4 and Severity 5 lacidents: on-site support and remite access supgort inside
Husiness hours.anly

| Tirescates

This senvice suppo:t {and tha items wltiun R wilf be vahd from st January 2027 uritl such times asthe l
suppdrt #hil haintensnce'contract between botl parfies expirgs.

Acfenture Hespongibilities

Accentura fsta:

.
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'Frowdé on-site support durmg the deﬁnedda:ly wofkmg hours Thu Euppori Teami ls tabe

ongite dyring this time unless approval has been granted by An Garda Slochina in refation ta

other'arrangeinents and mayinclude remotés access suppart By approved sihgontractor

perscnnel.

Provide out of hours suppott to AFIS usars mariiging incldents With logging, classification,,
tracking and cesclution.ds defined by tie An Garda.Slochana ﬁervlmbesk and ingluding:

¢  On-call suppart via the 24x7 Live Support Team-and mayinclutié refote aceéss suppoit-

by approved-subcantractor parsonngl
@ Estilation to suppart groups within Acceature and ta agreed third parties, for afl
keidénts
Pravide:environment support scross primary-and DR server rooms for:
o Produetion
presProfuction
Test and Development Environment {TED)
Application Maragement
Tralning Environment

g o o o

OperationallyManage véidors including:

o Anyotfier Acoenture Sub.contractor

Provide Apptication Suppuort for:
€ infrajtructiire managerhent tools Implaménted By Safran identity & Seturity (HP
Openview)
o AFIS BIS Application
‘o Provide Dracle DBA support service fof Safranfdantity & Security/AFIS relted
datibases
AFiS Support Team or 247 Live Support Team to coptyct Saffan Idéntity & Security/sub-
‘contractor-Cusfomer Support Lenter {CSC} to log an incident/ service réquest.call, Calls will be
togged via the' fotlswlng methods

¢ Dedivated International Customer Hotling
o eMail -Si.lpport'Requé'st'
o Virtual Incident Processing (VIP)
Once logged all seyvice mquest cails will be: rrackned !:hrbugh to- resulutll:m.
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Provide Service Level management Including: i

: L4

L : O Agreed service reporting:

f : = Menthly Service Performance Report {5PR) for alt .;a!is':,aised with customer
suppoFt centre

! = Waekly Standard Perlod Report detailing issue raised and closed within that
! waek

: *  Piovide quarterly availability repart of the AF(S.system

O Agreed service raviews
O -Agree to work towards Continubus Improvement initiatives |n collabioration with An

4 ‘Garda Sfochdna.
‘; « ‘Provitle AFIS dpplication suppdrt including installation and maintenance of any related soffware
: and hardivare together with third party management for any vendors that formpsart of the
_ Salran.)dentity & Security AFIS application, Responsibilities include;
o Responsible forinstalfation, functional test, technical test and issue reschution
f o Provide: weekly update on all opan sofware issues
& Co-ordination of any rework in relation to fidng issués
I o. Dogumantation of the implementation
{ s f:llanr.at:knd\(figdges.and agrees that the current AFIS System In plase in Ad Garda Siochina
3 coritains a number of End of Life Components. (ssues-and/for'outaghs related to the systerh may
) be delayed based an these-cgmponents, Subject ta this, Agcenture will provide rascurcas forall
! pracess services.and inferactions as descrbéd ln Section 3-and defalied later in this document.
4 - e " -
E ¢) Section 3.4 Eﬂj:ttled " AFIS~ Sarvice Item 4; Service Suppert afid Management” be and kelebyts
3 replaced by the {ollowlng se¢tion:
)
1‘ “ltem Bescription -
; _' The stpport provided by Agcantiife and the hours during wiilch the service will be sujiplied.
: “ndicative Service Levets T
f Support Hours
] Cora support busingss hours arer 09:00:00 to 17:30:00 Monday to Fridsy
§3 = 'On Site Support® Actenture will provide on-site support in Garda. Headguarters biitween the
hours ¢f 03:00 and 17:30, Monday to. Friday, ‘Support may also invplve remete access by |
; ' approved subcontractor personnel during this period.
1‘ s Qut of Hours (OOH) Suppoart: Owt of houss suppart will be prévided hatween the hours of
1 17:30:01 and 08:58:58 Monday to Friday antd 24 hoyrs per day an weekends and Bank Hotidays.
Out of haurs suppart is provided.for Severity -1 and Sevarity 2 incldents only and-will be on an

3
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Acconture Responsibilitins

‘Incidents, Problems and-Chainges to third partiss and Aecenture-

Ton- -call basis via the 34%7 t.we Support. Team and via remute access by approved Subcontraaetor
-personnal

- 5uppm Personiel - Subcontractor will provide schadiléd-technitcal vn-site support twe weeks |

peP quartaf — not to exceed eighl weeks, {320 hours) per year and-not o excerd thrée (3}weeks

per tiip.

i

Make use of .An Garda Slochdna Inciilent Management Tool 10'ensure that thers is smooth handover of

= -Rrovide support during agreed haurs

e Ensurethat fradiction Dita Isnot accassed or aménded by-Accenture.or any thivd party
persennel

« Ensurgappropriate resources are available t6 supportseivice and incldents that aré escalated
‘appraprlately

o Provide amescalation Poing of Contactto An Gards Siochana

o Ensure allthird parties havé required saturity clearance for onsite work and liave appropriate’
authorisation for remote access

‘. Report 4l Severity incidents {0 An Garda Siochina

AN Gurda btuth‘& na Rrr,,.em:bl[mm

- Provide an escatation pofnt of contact 1o At.cemure .
~  InfornrAccenturd of any icident that may impact'on Accenture’s. provision of servich.

El

“Oter Paints fo ate

‘Methotof Measurement .

d) Section 3.4.1 entitled, “AFI5 — Service ftem 2a: incident Management~isreplaced with the (Olowing

|- stent pescription™

" Client acknowledges and agrees the AFIS System contains a number of End of Life. Companents which are.
| outsidé the scupe.of this Agrgement. The Chent is. currently working with Accénture todiscuss the thanges

to be implemented Iy order to address issies with End of Life Compangnts, which will be separate from the

| Scope of services and xhaiges set ot in this Amendmént and w:it be the. sub]ecr of one or mare separale

&
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Change Contro! Notes, Client acknowledges. and agre.es Accenlure is hereby excused from failure or delay

irt meeting the response times outlingd In table Severity Level Response Time Table s&t oyt below Bath
parties now agrae this table Is dn “Indicetive” Severity Level Regponse Tima Table and Accontuire will not be
lidbla under the Agreement to Client whatscevet! for any feilird o delay an ts part in meeting the
response times ouilined ia table:Severlty Lavel Respoisé Time Table.

The Incident Management defines the sctivities fequired by the Accenture resolving groups to resolve
“incidents by restoring normal service levels with minimhal impact on-ertd users: incldents are raised by

| entities contacting the Garda Service Desk, Incident repords-are clagsified by category, type and item; and 2
sevirity Is sat.on'a scale from 1-5, Thereaftar the Service Desk will contact and assign Indidedts to the AFIS
Suppart team during busingss hours or the 24x7 Livg: Suppbrt Tearn during out-of hourswho will contact
any third parties as requlred. The AFS Support team peknowledges the Incident aftet identifying the flx.
Once-work starts the status changies to ‘Wark In Pragress’ and is then.setto ‘Resolved" when action is
rorapleted. The Incident Is transfarred back ta the Service Desk who will close the'incident after
ackiowfedgamient from the user that the Incident is resoived.

Resolution of an Incidang requirgs restaration of service, and, where a temparary sclution has been
applied, identification of a permanent fix with an agreed imglementation date. Incidents that requice a
parinafient fix are linked t6 the problem record forthe fix-and closed when'service has bean rastorad.

» To eénsure the bist use of ¢esources ta-sugportfhafﬁFIS-Aﬁpl!caﬁpn
* To develop and maintain meaningfut racords relating to Inciderits
. "To deviseand apply-a consistent gpproach to all Incidents reportid
) '.7‘ To ensure all-i'ncidents';'am rasolved as quickly a_s'pusglhle

See Appéndix A for incident Managemient Fiow Diagram

indicative Severity Lovel Responsa Tima Table
Severlty  Definition Example esponye Assignmen  Updite Time
‘Level Tirmn tof Aformat 1t Timi:
: Incidant status Hormal
' updates contact At
puery Y :
i _
heigrs or
days)

| 30:minutes | 30 iminites | Firstup:
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i | adverse bmpact ¥ poweritd. ! v :35.0 minutes |
E ! on large _production - 'a"ft_'_er
3 | pumber dfend | server i : acknowledge
1sers OR rgom : i ment of call
‘F'Result in any causing : and every60
1 matefial loss or [ failurg.of ' ‘mintites
{ corruption of | services, thereafter or
‘1 An Garda 1.¢. Total 3s.agreed
Sinchang Dats | System: with involved.
failiom : | pidrties o
Signifigant { Gorruption | 60 minutes | 60 inutes | First update” {2 hours™
adverse impact. | of any ' 120 minutes {
onsmall of standing ‘after: * N8 [foSev
modsrate datatables acknowledge | 25 not
number ofend. | u.g AFS ment of call | resolved after
usars OR rafated -and every B0 | 24 Bours, then
1 WModerats “} code’ minutes it betomies g
adverse impact | tables; le. thereaftertir | Sev 15
on'large: Critical ' as'agreed -
numberofend | System withi involved |
users. Faflure - parties
Moderats One | 6Ominutes | 120 | Loay 1 business day
adverse impact | workstatio- minutas. or aspart of
on small.ér ndfféctad next schadyled
modergte | preventing maintenance
number ofead- § it being “release
users-OR. 1 used for
Minoratverse -] normal
“impact b large | operation.
numberof end
users e L _
Minpt adverse | Fronignd | 240 TBC TBC As'partof
| tmpacton validatibn | minutes schiduled
smalior it malntenance
moderale: ‘warking for release.
rumberofead | optignal
usefs flelds. .
Custamer None NIA N/A N/A- Ag part of
request for. provided ‘seheduled
enhancement maintehance
{ ta System ralase
funétianality
8
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{ undertake all reasonablé edesvours td rabylid resllience-as quickly as possible.

| The €hgnt will.need to implament an: ‘upgrade strategy in conjunction with Accertureto uﬁgrade the: End of

o b I [ . [ue_ﬂnl_t.lohs_ ]

Accenticre Severity.2 will sutomatically upgrade to a Séverty 1 orice 24. Hourshave elapsed on the SLA.

If antcident hasto be reopened within 2 hours of the olginat resolution then the SLA will continue as IFit
neverstopped.

Attenture should recogiilse that Saverify 3 incidents have the potential to escalate should the service’
further dateriorate — e.g..ane disc filure is fotlowed by another whilst the first remains unresalved. For
the bénefit of doubt Servica Availabilty masns availability of the servics as dasigned and bullt if sn
element of the service for which Accenture Is responsible is designed to be resifient, Accenture must

All Sgvérity 1 and 2 [ncidents should be cheicked with the user ve#bally to canfiren resplution. For Severity 8
and 4 incidents, resolution detalls can be malled to the user who have 72 hours to respond betora the
incident {5 closed

3.;\‘2..\‘3111{1“;]Fmﬂi)l‘lhTLlllt["‘\ I

» Subject to the relief event fanguags set, aut i tha “ltem Dgscﬂption Semlon abnve Aacenture wHI
use reasonable endesvaurs to.meet response timas set out above in the Indicative. Severity Lavel
Response Time Table

* Follow the Incldent Management process as defined by An Garda Sfachéna, Incluging Major
Incident Process,

o Escaldte Severity 3 and 2 Incidents by phone to An Garda Sfochdna :

» Capture and triage incidents. to resciver groups. for Safran identity & Securily Customer Service
Desk

. Ac; §s resp!ver gﬂ:mp for Incidents forwhich Acnen;ure has responslbilitv

. When asslgning an Im:idem: w:th Accentyre, provide a full description Induding husiness hnpact
-and severity,

« Confirm closure of Incident, L& thatissue has been fixed

# The Client has Sale responsibility for {2) informing Accénture personne! of the retiuiremants. of the
flent's health and safety policy, and (b} ensuring that any part of the Client’s premises used or
accessed by Accenture persansel complies with the Safety, Heaith and Welfare at Work Act 2605
and the Safety, Healthand Welfare &t Work (General Application) Regulitions 2007, in each case as
amended, consolidated, replaced ¢ or re-gnacted,.

|- OtherPoints to Mots

Life'Componants to mitigate the service avallability and | security. risks to the AFIS system, This will inclide.
it npt-be Jimited to the upgrade of all XP: ‘tomponents, te AFIS Matching Subsystem and other End of Life

9
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] Componentss The effart and costs. asstmiated with thesa upgrades nra notcquared under this Amendmnnt
and wilt e outlined iw detai in the related Change Control Note. fareack upgrade. .

» Therasponse tifés ahove are contingent upon the Cllént praviding remate system access for the :
Accenture.Support team and fts Subcontractor. i
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¢) The section entitled “Escalation Procedure Time Frame™ he and herehy is réplaced with the foflowing:

Sae Section 3.4.1 Eervica Item dazincléom Manageniedt for further information

An Garda Siochdna shall be entitied to require the attendance 6f any such person(s) at a méeting with
An Garda Stachana d@nd/or such third partiés.as An Garda Slochéng inay require te attend, to discuss
Service Failure and the steps that are being taken by Safran Identity & Security and Accenture to resolve
them. Any such meeting shall be ata time and location that ArGarda Sfochdna shall reasoriably require,

' R p iRy
Safran Identity & Security Regional Service Manager T

of EMEA . '
Senfor Program Manager " : |
Tobile 0-1; Key Sofren Identity & Security Representatives

e S o
AFIS Support Team Lead
- AFIS-Support Business-and Service Delivery Lead
AccenturssAccount Manager

Toble 0-2: Key Accenture Reprasentatives

11
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8§ Schedule C be and hereby is replacad with the following:

‘Payment Scheduly

Hardwase & Softwace Main

Support Services 02 2018

Suppors Services 04 2018

Support Services Q1 2020

SupporeSeniees QL2017
Support Services Q22017
SupportServices QY2017
Suppost Services QA 2087
SupporcServices Q12018

¢ luprortserviem cazts
Suggmt&ervlcgs'g’;_z_aig, .

|Suppatt Services 022019
SupportServices 032018

SCHEDULEC.

PAYMENT SCHEDULE

{raitasrone Py

ii?xpﬁr_'tﬁd Bate
tensnts Costs - 2017:

Hardware & Software Maintengnoe Costs <2018
iﬂg@‘.yare &“_Sof_twé_ré gﬂu!ntagahfe Costs -2019

SubTotal

Sub-Tata}

Totd] excl VAT

| 30j03/2017.
. B0foaf2017

© 30/07/2017:
30/10/2007:
| 30f0iR0E
. 30/04/2018:

. 30/10/2m8:

. 30/0772018

28012017 |
28/03/2018
2810172019

30/07/2018

30/01/2012:
30/9472019,

30/30/2019;

1N WHTNESS of which this Agreetent has heen signed by-duly suthosised representstives on behalf of

the parties on the day and year first stated above.
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SIGNED by

being an Officer so authorised

by the MINISTER FOR JUSTICE
AND EQUALITY under Section 15(4)
of the Ministers and Secretaries
Act, 1924:

in the presence of:




SIGNED by the COMMISSIONER OF
AN -GARDA SIOCHANA
inthe presence off

Witniess LR
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SIGNED by .
for and on behalf f ACCENTURE
in the presenca of: T

Witness
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AN GARDA SIOCHANA

IMPLEMENTATION AND INTEGRATION OF THE
NATIONAL FINGERPRINT IDENTIFICATION SYSTEM

FOR
AN GARDA SIOCHANA,

THE DEPARTMENT OF JUSTICE, EQUALITY AND LAW
REFORM

AND

THE OFI_?I_{:E OF REFUGEE APPLICATIONS
COMMISSIONER (ORAC)

INVITATION TO TENDER

SECTION A: ADMINISTRATIVE INSTRUCTIONS

Date: 07/03/2005




linplameitation and 1'ntegrat'!on _of"Thp National Fingerprint Identification
‘System. Sactlon A: Adminlstrative Instructions. )
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Implementation and Intagration of Tha National Fingarprint dentiffcatian
System, Sectlon A: Adminisiratlve Instructions.

1 DOCUMENT PURPOSE

The pinpose of this invitation to tender (ITT) is to seek tender submissions from ‘those. candidates invited to
participate in the competition being run by the-Department of Justice Equality and Law Reform and An Garda
Sioclidna for-a new National (Automated) Fingerprint Identification Syster (ATIS).

This -document sets out the administrative instrections for tenders in relation to how they should respond to the
tender,

This competition is belng conducted under the “restricted procedure™ rules governing public procurement in
operation within EU member states. The award of contract involves two competitive stages, This is the second
stage, which constitutes a tender cotupetition confined to the paities pre-selected from the first stage, to whom this
ITT has been issued. The 1equlrements set out in these tender docwments supersede. the informalion supplied in the
pre-qualification documents and the associated questions.and answers fram the first stage,

‘The awarding autherity for the  contract is the Depaitinent of Justice; Equality and Law Reform and, this tender is
being undertaken by An Garda Sfoclidna, The awarding authority reserves the right not to award a contract.

11 PURPOSE-& SCOFEOFITT

1 is envisaged that the contract between the successful supplier(s) {hereinafter referred to as “the supplicr™) and
Department of Justice, Equality and Law Reform on behalf of An Garda Sfochdna will be fixed-price and consist of
fhe foliowmg core requirements:

*  Supply, impiementation and support of hardware, including storage technology.
= Licensing of approprinie software, including application and database software, for the new AFIS,
= System and database design, development and testing services.

= Timplementation services lcadmg to the succcssful commissioning of the new AFIS (mch:dmg data and
back recoid conversiomn).

»  Systems Integration Services leading to the successful iritegration and commissioning of the new AFIS,

*  Training Services.

*  Post-implementation support services for the overall solution (both hardware and software).
A prime contractor, pre-qualified from the previous stage of this procurement, niist host the tender. The awaldmg
authority seeks to award a single contract, to a single primary supplier, for the procurement of all. goods and

services associated witlt this supply. The primary supplier’ will be the single responsible point of contact for the
‘coatract delivery:

Suppliers are required to bid for all aspects of this contract. Tenders addressing only part of the requirement will
not be considered.
An‘Garda Siochéna will be fiee to consider and assess variant tender options, which- meet its requirements,

Itis envmaged that the support and maintenance contract wili-continue in operation for up to 3 years from final
phase.of project delivery going live; with a contact renewal review being carried out by An Gatda Sfochdna on an
annual basis.

Details of the required services and deliverables to be ‘provided by the successful supplier can be found in Seetion
B: Requirements Specification.




Implementation and integration of The National Fingerprint Identification
System. Sactlon.A: Administrative Instructlons.

2  ORGANISATION BACKGROUND

‘This section provides background to the refevant organisations mentioned throughout this ITT.

2.1 ORGANISATION BACKGROUND

The-Office of the Refugee Applications Conmissioner

‘The Office of the Refugee Applications Comumissioner {ORAC) is the first instance decision-making body in the
Irish asylum system. The office was established under the Refugee Act, 1996 (as amended). Under the Act, the
Commissioner is reguired to investigate each asylum app]i‘cation _lo__dged' within the. state and fo- make
recommendations to the Minister for Justice, Equatity and Law Reform. Thie Commissioner is also responsible for
‘investigating applications by refugees to allow famiily members to enter and reside-in the State and for providing a
report to the Minister on such applications. The Commmissionei is indépendent: in the exercise of his of her
flinctiois,

For more iiiformation see;

hittpaiferww justice. e, itp//www.orac.ic.

An Garda Siechdine

In-teims of ‘orgatisational steucture the: Garda Information Techaology Division, the Garda National Immigration
Bureau (GNIB) and the Garda Technical Information:Bureau (GTB) are all divisions of the Iish Police force (An
Gatda Siochéna) under the ovérall controlof the Garda Cominissioner.

‘The Garda Technical Bureau

The Garda Techuical Bureau is the longest established Specialist unit in An-Garda Siochana, The Bureau comprises
of 9 Sections, each providing a specialist service to An Garda Siochiéna, They are as follows:

s Fingerprinis.
v Ballistics,
» Photography..
= Mapping. |
*  Document Examination and Handwriting.
*  Fogra Tora (Garda information booklet),
*  Forensic Liaison Office,
x  GCRO, (Garda Criminal Records Office).
*  Adminishration.

Within the various specialist sections, sub-sections have been established. They include:
»  Photographic Digital Imaging.
» Shoe niark and Tool Mark Identification,
»  Fingerprint Chemical Development Unit.
= Earprints.
»  PRO-FIT (Facial Identification).




Implamentation and Intogration of The Natlonal Fingerprint Ideritification
Syslem, Soactlon A: Adminigtratlve Instructions.

v Cheque Frand.
= Serious Crime.
» Ballistics Data Reference Cenire.
The Technical Burcau is headed by a-Chief Superintendent (assisted by a Superintendent) who has responsibility

for overall management of the Bureau, which has a personnel strength of approximately 200 Garda and eivilian
staff. The Chief Superintendent reports in turn o the Assistant Commissioner, National Support Services.

The Garda National Immigration Biureau

The Garda National Immigration Bureau (GNIB) came into operation in May 2000 and is responsible for all Garda
pperations pertaining to inymigration matters in the State. A Detective Chief Superintendent with 2. Garda staff of 2
Supenntendcnts 3 Inspectors, 8 Sergeants and 55 Garda hieads the GNIB. In addition, there are approximately 34
civilian support staff.

The Bureau became a necessity dug to the exceptional incréases in persons registering with the former Tmmigration
and Registration Office and associated workload.

The Garda Information Technology Division

The Garda Information Techinology Division is responsible for providing and maintaining leading LT. support
systems serving operational and specialist units within the Garda. A team of approximately 115 Garda and civilian
staff, divided into 6 core teanis, provides the following key capabilities:

v IT Security and Operations - P_rovides a 24 hour Service Desk; support services; hardware procurement;
rollout of equipment, IT Security; investigation assistance.

" Research and Development - Research requests for new computer systems-and technologics and ensure thiat
the technologies chosen are the best and most appropriate solution to- meet requirements of specialist
sections.

*  Project Co~ordination Office _(1560) ~ Deals with the co-ordination and project maiiagement between all the
‘couistituencies involved in the major projects, including IT, Telecommunications, Training College,
-extérnal consultant's ete.

" Project Management Office (PMO) - Provides services to the various project teams, such as document
libraries; storage of key documents and deliverables, eic,

s PULSE (Police Using Leading Systems Effectively) Project Teams - Responsible for the design, build-and
implementation of the PULSE systém. PULSEis thie largest 1T system undertaken by An Garda Sfochina
and 18 one of the leading siich police projects worldwide. Phase 1 of PULSE was deployed in 1999 and
ensures accurate up-to-date information is ‘available to all miembers:in responding 1o the demands of a
moderr: police force. '
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3 ADDITIONAL INFORMATION

3.1 TENDER COMMUNICATIONS.

All cominunications for this tender must be from the pre- qualified prime contractor-only. Additionally, all
comnunication must be in writing and directed to the specified point of contact only.

3.2  WITHDRAWAL FROM TENDER PROCESS

Suppliers are required to advise Bamonn Mutiay ( Edmonn, Murray(gdgarda.ie ), immediately, if at any stage they
decidé to withdraw from the bidding process. for this contract.

3.3 OFFER PERIOD
All offers for the contract mwsl be kept open for at least S calendar months from the ciosmg date for receipt of
tenders,

Suppliers should confirm this in their responise(s).

3.4 NO OBLIGATION TO AWARD
Fulfilmeint of conditions for adjudication or <all for tender procedures will not involve An Garda Sfochana in any-
obligation to award the contract.

An Garda Sfochdna will not be lable for any compensation with respect to suppliers whose tender-offers have not
been accepted, nor will it be so liable in the event of its deciding nat to-award the contract.,

3.5 PROJECT AND CONTRACT PHASES

The awarding 'luthouly secks to award a single contract, to a single primary supplier; for the plocurcment of all
goods and services associaied with this supply. The project itself is expected (o be delivered in defined separate.
phases as.set.out in Chapter 13 of Section B: Reguirements Specification,

‘3.6 PLACES OF DELIVERY
3.6.1 AFIS

The AFIS will be located in Garda Headquarters (HQ) in the Phoenix Park, Dublin. Within Garda HQ, the miain
ATIS worksiation environment will be located within the Garda Technical Bureau, AFIS servers and supportiig
database systems, ave anticipated to be, located within Garda Ieadquattets.

All associated AFIS software modules will be located on this server environmesil.

Livescan/cardscan units and associated software integration components (mth external agencies) may be deployed
within a range of distributed environments (Garda stations, ports of entry, prisons and within ORAC itself),

Locations may inchide:

* Livescan/cardscan deployments at GNIB Headquarters .in Burgh Quay, Dublin and approximately 23 Port
of Entry and 90 district Garda stations located within the Irish Republic.

®  ORACU livescan/cardscan deployment within ORAC asytum office at Lower Baggot Strect, Dublin.
= Prison service livescan/cardscan. deployments in MountJoy, Cork and Limerick Prisons.

L]
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‘Note: A final decision on the nurabers of livescans: and/or cardscans to be installed will be made during the
ailalysis/business design phase of the implementation project, This decision will be. based on a number of factors
including cost, multi -function capability, environment and supporting hardware/network, usage tequirements and
profile.

3.6.2 Secarity Clearance

Suppliers should be aware that any person carrying out work on bebalf of the Department of Justice, Equality and
Law Reform or An Garda Siochana; on its prenises or in relation to its data and information systems will require
security clearance from An Garda Sfochdna before any work commerices. Suppliers should be aware that this
clearance process may be six to eight weeks in-duration, '

Accordingly, the successful supplier may be required to furnish An Garda Siochana with the rame, address(s) and
date of birth of all personnel assigned to the project as soon as the contract is awarded, The successful suppllel
may also be required-to submit similar details in relation to addmon_a_l personnel or- ch_angcs in personnel occurring
during the contract period.

Suppliers should confirm in their response that they will be:able to comply with ‘all security clearance procedures
required by An Garda Stochdna.

3.6.3 Development Sites

An’'Garda Sjochdna riced to have very close links with the suppliet’s dévelopment and management team. This
means meetings-on a daily and/or weekly basis.

Suppliers are expected 1o locate project specific design & developmenit teams in Garda Headquarters in Dublin.

Offices with furniture for a maximum of 25 people will be available for the project management team fiss of
charge (but all project equipment and olher requiremients, e.g, teleconunumcatlon expenses, will be supplied by the
successful supplier).

3.6.4 Lm;guages and Communication hetween Parties

Snppliers must draft their tender offer in Buglish. All delivérables, reports, draft and oflier docunents fmust be
delivered in Engfish. Meetings will be conducled in English.

3.6.5 Confidentiality

P_lease'no_te .tha_g- the all tesider documents and annexes are Lo be ireated as gqnﬁden_ti_al. Unauthorised disclosure by
the supplier of any information to third paities received froni the DIE&LR/An Garda S{ochdna in the process of
this tender will result in its-extlusion,

Suppliess are obliged to sign a declaration oo confidentiality/mon-disclosure (Apperdix B) and retuin this
immeédiately on receipt of the tender documentation.

3.6.6 Paper version and CD-ROM version of Tender Documents

In case of discrepancy between the paper version and CD-ROM version of the Tender Documents, the contents: of
‘the paper version shall prevail, '
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3:6.7 Contact Peint and Clarifications

Whilst evéry endeavour has been made to inform accurately potential respondents of the requirements foi- this
contract, supplicrs should. form their owi conclusions about the inetfiods and resources needed to meet those
requirements. The. Depastment of Justice, Equality and Law Reforn/An Garda Siochdna cannot accept
responsibility for the bidder’s-asgessment of the assiguuent.

Any queries concerning this document should be addressed to: Eur11'01m'._Mur.rayﬁt}(?:‘:n'da; ig

The timetable below allows for thiee rounds of wrillen queries during; the résponse process. Answeis to-all queries
will be circulated by email to all participating suppliers.

Round 1: Tender Queries (closing date) ‘March 16th
| Round 13 Reblies by ) Marchi 24th
Round 2 Tender Queries (closing date) _Apr_il 8th
Round 2: Replies by April [5th
Ro_und 3; Tender Queties (closing date) Apeil 22nd
Round 3: Replies by April 27th
‘Tender Closing Date: May 9"

An Garda Siochdna will endeavour to réply to all queries within the timeframes supplied above: All queries
received by Spm on the closing date for cach roind will be answered within:the tiineframe for that round,
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4 SUBMISSION OF TENDERS

4,1 How TO SUBMIT TENDER OFFERS

Six (6) paper copies of the tender for this contract, plus two digital copies on CD (preferably in Word or Acrobat
format) must be provided in a sealed package marked “Implementation and Integration of the National Fingerprint
Tdentification System (AFIS) Coniract “and addressed to:

Direttor of Finanée,
Tender Reception Office,
An Garda-Siochana,
Garda Headquarters,
Phoenix Park,

Dublin 8,

Irelaid.
The tender must be delivered to reach the above addiess not later than 3pm on Monday May ot 2005, The nanie

and contact details of the bidder should be clearly identified on the package.

Utider no circumstances will ténders be accepted after the closing time and, np correspondenice will be entered into
regarding the defiver y of lenders prior to the cloging date time.

Suppliers are requested to make their own arrangernents to obtain proof of delivery by, for example, obtaining a
receipt,
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5 LAYOUT AND CONTENT OF RESPONSES
Responses must be presented ini the following format. Failure to do so may result in rejection of the {ender.
Chapter:1 Execufive Summary.

This’ chapter must introduce the general capacity and technical capability of the supptier that will fulfil the contract,
including roles of all sub-contractors and/or product suppliers in & consortium. Any sub-contracting arrangéments
must be described.

The executive summary must include, at a mininum;
*  An overview of the suppliei’s undersianding of the requirements,
» A summary of the proposed solution, hi gh{ighting the most important features of the solution and scrﬁc_c_s
‘propesed,

*  An-oiitline of the general approach and plans regarding the atialysis, design, systems developnient, testing,
training, documentation and implementation of the proposed solution,

= Abrief outline of the approach and plans for the ongoing support of the systems.
" A summary of the costs.
Chapter 2 Administrative Information

‘The response. document for the contract must identify the name, postal and e=mail address, telephone and fax
nmber of the supplier and the name of the person within the suppliei business dealing with the'contract.

The teider must be hosted by a nominated prime contiactor, pre-qualified from the previous stage- of this
procureient. The solution offered for the conlract may involve the provision of services from either a single party
or a group/consortium of suppliers. ‘Where & particular bid for the contract is based on a group/consortiuin 6f
business interests, the ténder response document must identify:

= The pre-qualified nomiiated prime contractor in the group/consortivtn.

* The surhber of parties involved and the names of cach.

" The ptoposed arrangemients for its operation, e.g. the area of participation-of cach party in the context of the
cornifract. |

Where a bid from a group or consortiwn of suppliers suceseds in reéspect of the contract, thie Dcpal tment of Fstice,
Equality and Law Reform/An Garda Siochéna will conclude a contract with the. pre- quialified prime contractor only
who will-then take sole.responsibility for all matters arising under that contract.

In addition to the information already given in.the request to participate (_s_election process), the. supplier must
provide any changes-or new admisistrative inforimation relevant for the project.

Confirmation of acceptance of all points raised in this document in sections Additional Information, Conditions
of Tender and Contractual Matters.

Chiapter3 Response to Furictional Requirements

Suppliers must provide an overview of how their solution will meet all of the finctional requirements specified in
Chapter 5 of Section B: Requirements Specification. In addition. they must respond as follows:

* FC (Rully compliant): 100% compliant to requirement.

10
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= PC (Paitially Compliant): A result close to the desired outconie is achieved or an-allernative solution
is proposed (a manual or semi--automated soluti o1l exists),
= NC {(Not complian): Supplier solution does not liave & solution to'the requirement.

Ta each of the requirements as detailed in Appendix B 1 - Functional Requirements of Section B:
Requirements Specitication,

Chapter 4 Response to Integration Requirements

Suppliers must provide an overvigw of how their solution and systems architectire will:meet all of the integration
requirements specified-in Chapter 6 of Seéction B: Requirements Specification. In addition they must respond as.
follows:

= FC (Fully coimpliant): 100% campliant to requiremeit.

v PC (Partially Compliant); A yesult close to the desired outcome is achieved or air alternative solution
is propesed (a manual or semi- automated solution exists),

" NC (Not compliant): Supp’her solution does not have a solution to the requiremént..

To cach of the requirements as detailed in ‘Appendix: B 2 - Imtegration Requirements of Section B:
Reqguirements Specification.

Chapter 5 Response to Security Requirements
TFull response to dll poinis raised in'Chapter'7 of Section B: Requirements Specification.
Chapter 6 Response to Infrastruciure Requirements
Full response to all points raised in Chapter 8 of Section B: Requirements Specification.
Chapter 7 Respouse to System Requirements
Full response to all points raised in Chapler 9 of Seetion B: Requirements Specification.
Chapter 8 Response to Hardware Requiremeiits
‘Full response to all points raised i1 Chapter 10 of Scetion Br Requirements Specification.
Chapter 9 Response to:-Site Requirements
Full response to all points raised in Chapter 12 of Section B: Requirements Specification.
Chapter 10 Approach te Delivery and Support
Full response to all points raised in Chapter 13 of Seetion B: Requiremerits Specifieation. Tn particular the.phages
of work shoutd be clearly broken out and identified in compliance with the principle that the core AFIS system
replacement work will temain unhindered by all parallel or subsequent work streams,
Chapter 11 Response to: Support Requiremenis
Full response to ali points raised in Chapter 14 of Section B: Requirements Specification.
Chapter 12 Costing Docament

»  The schedule of costs must provide full details i respect of all costs which would be incured for services

and facilities offered over the diwation of the project and sliould, where possible, follow the general format
set ouf in Appendix A — Schedule of Costs.
11
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s The content of each table may be adapted to réflect the particular manner i which costs would be incurred
e.p. additional rows may be added to itemise iindividual items, services-and separately lcensable facilities,

= The namé and version/release number of each product being costed should be inserted under the ‘Cost Tten’
column.. Wheré separately licensable items are offered, the licence costs for each should- be itemised
separately therein.

«  Where elements offered are not an. essential or an integral part of the solution; they should bc-clemly
identified as such and marked as ‘Optional’.

»  Fixed pricing is required in respect of alf elements of the-Contract. Accordingly, where expenses of other
incidental costs would be incurred, these must now be quantified and incorporated in the fixed pricing
disclosed in the Scheduie.

»  The suppliet must provide for ¢ach component of the solution a breakdown of days per- rale type, the daily
rate and the overall cost of cach component. The overall cost of each element must be broken down by
design, development, pr ‘oject management and implementation costs are required for each component of the
solution as illustrated in Appendix A ~ Schedule of Costs. It is vital that the supplier clearly separate the
costs of the overall solution so-as to allow for modular purchase of cach phase of the-implementation.

= The supplier fiiust provide détails of staped paynients schedule and iliustrate which key milestones. will be
linked to payments, afn example is inchuded in Appendix A — Schedule of Costs.

«  Similarly, support and maintenance -costs must be guantified on-an ainual basis, Where on-going, €osts
differ from year-to-year, they should be itemised for each ysar-e.g. add a separate cohimn for Year 1, Year
2 and Year 3,

= Al costs nust be quoted in Eure cutrency denominations (G), exclusive of VAT, The applicable rate of
VAT and any other taxes, or dutics, which would be incurred should be ttemised separately,

v The supplier must provide daily rates per resource type for each of the next 3 years and ‘illusirale any.
discountiing options avaitable;

= Suppliers rwst include cosis for all equipment (PCs, servers, hubs, switches, network cards, livescan uiits,
computer peripherals etc) which will be niecessary to implemeit the solutien. However, where uiiforeseen
equipment purchases arise, the supplier must specify in their response the arrangement they will make to
allow for the purchase of this additional equipment.(e:g a set handling cost percentage or expense to be
applied to original ihvoices). ' '

w The supplier must provide a detailed breakdown. of every individual software and hardware item
praposed for the sotution, Details should be included as an. appendix. to the ITT response:

v Appendix C Hardware Catalogue; Technical details of all hardware proposed
v Appendix D Software Catalogue: Technical details of all COTS software proposed

The ¢osting dacument sliould be bound under a separate cover to the main response.

Summiary of Anhexes to Accompany the Respanse:

Annex A Completed Schedule of Costs.

Annex B Signed declaration of confidentiality..

AnnexB 1 Completed Appendix B 1- Funclionial Reguirements.
12
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Annex B2 Completed Appéndix B 2 - Integration Requirements.
Amnex C Hardware Calalogue: Technical details of all hardware proposed.

Aunex D Software Catalogue: Technical details of all COTS soltware proposed.

13
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6 EVALUATION OF TENDERS & AWARD CRITERIA

Tenders must be submitted in the English language and hosted by a prinie contractor pre-qualified for this contiact
from the eartier stage in the procurement process.

Tenders will be initially examined for responsiveness of proposal f:e. the tender must address all of the:
requirements, include all information requested and comply with the format of TESpONSes requested in- this-
Invitation to Tender-and its subsections. Only tenders which address the requirements stated in this document will
be considered for the award process,

Any contract will be awarded from the responsive tenders.on the basis of An Garda Sfochéna's assessment of the
most economically advantageous tender applying the following award criteria, listed in order of priority:

a) The technical merit, functional fit and organisational value of the solution offered; This will ifclude an.
-assessment of the fuictionality offered, the merits and consequences of the techuical architecture and the:
‘petformance features and charagteristics of {he solution (350 marks).

b) Costs. An Garda: Sicchdna will endeavour to calculate costs on a like-for-like basis, All annual ot recurring
costs will be caleulated over a 3. yeat period {250 maiks). '

c) Thequality anid extent of the full range of services offered to develop and iimplement the solution. This will
include an assessment. of the skills, experience and expertise of the proposed. personnel and an evaluation of
the nature of the processes and proccduws which will be. deployed by the supplict”s team to ensure that alt
aspects of the solution witl be detivered to a very hi gh quality standard (200 marks).

d) The quality and extent'of the post-implementation support offered (150 marks).

¢) The- future development plans of the developer/manufacturer for the key elements of the solution (50
marks}.

6,1 EVALUATION PROCESS.

As part of the evaluation of the Technical Merit and Functional Fit of the solution, An Garda Sfochéna, at its
discretion, may wish to-perform an assessment of the vendor products.and solutions.

An Garda Siochdna may also wish to interview the key personnel proposed by the sup'pﬁer for the contract.
Accordingly, respondents inust be in 2 position to. make such persontel available for interview, at reasonable
notice, if so requested. It is intended that such interviews would be li€ld in ‘An Garda Siochdna’s premises in
DBublin.

Respondents will be required to bear their own costs in respect of any such interviews and/or demonstrations and
benchmarking,

Arrangement for bencliharking, presentations or deimonstrations will be notified fo the suppliers during the
evaluation phase of the procéss,

T4
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7 CONDITIONS OF TENDER

Detailed contractual arrangernents are not within the scope of this. document. However, the following conditions
apply to the-competition-and should be noted, and where appropriate, resporided torin the: docurment,

The Department of Justice, Equalily and Law Reforn reserves the right to seek clarification of any information
provided in the bidder’s tender,

The awarding duthority will not be liable for any costs incurted by respondents in the preparation, submission or
presentation of applications. or tenders, or auy-associated work or effort howsoever incurred.

Whereas this document is issued in good faith, no legitimate expectation shall arise there from and the Depariment
shall not be-obliged to award a contract or proceed to further stages in thé procurement process.

Before contracts are awarded the successful conttactors (jirime and sub-contractors) will be tequired to comply with
the prevailing tax clearance procedures viz:

= A successfill contractor resident in Ireland will be required t6 promptly produce a Tax Clearance Certificate
from the Irish Revenue Comimissioners..

* A successful non-resident contractor will be required fo produce a statement (in lieu of a Tax Clearance
Certificate) fiom the Trish Revenue Commissioners confirming suitabifity on tax grounds to be awarded the
conltract,

Where a certificate ot statément expires during the course of the contract, the Departiment will require a renewed

certificate or statement. All payments under the cantract will be conditional on contractors beirg in possession of”

valid certificates atall times.

In responding to this document, all applicants (prime and. sub- contractois) should state that their tax affairs aie in
arder and. that obtaining a Tax Clearance Certificate or Statement of Suitabtlity from the Irish Revenue
Commissioners will not pose a problem for thes.

Any conflicts of interest mv‘olvmg a-contractor must be fully disclosed to the Department, particularly where there
is a conflict of interest in relation to .any recommendations or proposals put forward by the -supplier. Any

“registerable interest” involving the contracior and the Minister for Justice, Equality and Law Reform, members of
the Government, members of the Oireachtas: (parliament) or employees of the Department of Tustice, Equiality and
Law Reform ot their relatives must be fully disclosed in the response to thi Tuvitation-to Tender or should be
commuticated to: the Depzu tment -of Justice, Equality and Law Refoim immediately upon such information
becoming known to the contractor, in the event of this information only coniing to their notice after the submission
of a bid and prior to the award of the contract. The terms ''registerable interest” and “relative” shall be inferpreted
as per Section 2 of the Ethics in Public Office Act, 1994,

The successful contractor for the: contract will be obliged to pay subcontractors in accordance with the relevant
applicable provisions of the Promipt Rayment of Accounts Act 1997 (No 31 of 1997), as amended.

The awarding authority undertakes to hold confidential any information provided by candidates in their response
documents, subj ject 1o its obligations under law, including the Freedom of Informatien Acts 1997 and 2003..

‘Note that under the Freedom of Information Acts, information provided by suppliers may be liable to be disclosed.
‘where the public interest value of releasing such information is deemed to outweigh the right to confidentiality. The
Depariment will consult with the party supplying confidential information before making any decision‘on releasing
such information iit response to a request under the Acts.

Suppliers are asked to consider if any of the information supplied by them in theit response document should not be
disclosed because of its sensitivity. If this is the case, the supplier should when providing the information, identify
sante and specify the reasons for its sensitivity. If the supplier does not identify it as sensitive and the Department,
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of consideration, do not deem it sensitive then it is liable to be released in response to a Freedom. of Information
Act request without further consuitation with the supplier. The Department will consult with the supplier abiout
sensitive informatien before making a decision on 2 request that it receives pursuant to the Freedon of Mformation.
Acts,

If the supplier considers that none of the information supplied is sensitive please make a statenent to that effect.
Such informatioi is liable to be released in resporise to-a Freedom of Infortnation Act fequest.

16
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8 CONTRACTUAL MATTERS

Work under this contract would be expected to commence promptly following the award of contract which is, at
present, scheduled for May 2005,

Any contract concluded under this procurement wiil be goveried by Irish law and, subject to. ar bilration provisiobs,
e parties will submit to the exclusive jurisdiction of the Irish Couits.

As provided by *'EU Council Directive 2004/ 18/BC (March 31", the awarditg authority reserves the right to
adopt the negotiated procedure to engage the successful contractor from this procurement 0 underfake new services
consisting in the repetition of similat services which conform to this-basic project, in accordance with tlie said
Adticle,

Whereas. detailed contractual arrangements are beyond the scope of this document, it is intended that the tender
documents submitted by the successful bidder, and ‘all subsequent clarifications and presentations, will be
referenced in, and form part of; the final contract.

It is also anticipated 1hat any contract entered into witl the supplier will include provisions relating to the
following:

*  Intellectual Property Rights (PR} it new and existing software,

®  Liability arising from. failure of the contractor to perform ifs obligations under the confract. The successful
contractor will be required ‘to hold appropriate professional risk indemnity insurance, or equivalent
insurance, covering such liabilifies, throughout tiie duration of the contract,

* A clse indemnifying the Department of Justice, Equalily and Law Reform and An Garda Siochana from
liability for any injuriés or loss incwrred by the contractor's employees, sub-contracfors; servaits and.agents
while present on Deparlment’s premises.

»  Congract pr.ovi_éi_ans will include. milestorie payments, retention payment, and penalties for non-performance
or late:delivery.

= Approptiate Force Majeure’ provisions,

»  Confidentiality of trade secrets and professional secrets relevant to the performance:of the contract.

#  Pogsition and obligations of the respective parties under the prevailing Data Protection legislation.

= Change conirol procedures. Please note that all changes to-the operation of the project will be conducted.
througlt formal change control procedures which would bg agreed between the confractor and the AFIS
Pioject Board.

»  Change of Key Personnel. It will be a condilion of contract that all key personnel to be associated with the
project, as proposed in the Tender, are listed in the contract documents. Where such personnel become
incapacitated or otherwise unavailable, the supplier shall propose alternate staff’ of at least equal
qualifications; experience and expertise for approval by the AFIS Project Board, which approval shall not
be unreasonably withheld. Failure to provide an acceptable replacement promptly may result in the
Department of Justice, Equality and Law Reform terminatin g:the contract,

Suppliers should tiote that the above. list is not intended to be exhaustive. Contractual discussions will be
‘undertaken, in-due tourse, with the bidder adjudged to bave subinitted the most economically advantageous tender.
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9 APPENDIX A - SCHEDULE OF COSTS
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10 APPENDIX B - DECLARATION ON CONFIDENTIALITY

DECLARATION ON CONFIDENTIALITY AND NO CONFLICT OF INTEREST
Compulsory Form to be filed in and signed by each member of the supplier’s invitation to tender feam
1) I, ., agree not to disclose any classified, sensitive or proprietary
information that is' presented, discussed or made accessible during miy par licipation in the “Implementation

-and Tntegration of the National Fibgerprint Identification System’ invitation to tender, to any person or
legal entity who has 1ot signed a nondisclosure agreement.

I understand that information I may become aware of, or possess, as: a result of this access is considered
proprietary or sensitive, I agree not to appropriate such information for my own use-or to release or disclose.
it to third parties unless specifically authorised to do se. I also.understand that I must protect proprietary
information from unauthorised use or disclosure for as long as it remains propriétary and refiain from using:
the information for any purpose cther than that for which it was fiirnished,

I continiiie fo be bound by this undertaking after completion of the ‘Implementation and Integration of the
National Finggrprint Identification System’ invitation to tender procedure.

1 undeistand that a violation of this agreement is subject to administrative, civil and criminal sarictions,

2} 1 declare that in relation to the ‘Implementation and Integration of the National F! ing,elpﬂnt Tdentification
System’ invitation to tender procedure, T am not placed in a situation that could give rise to conflict of
interests, in particular as a result of economic interest, pohtlcal or national affinity, family or emotional.
ties, or any other relevant connection or shared interest,

Printed Name istitution or Compaity

Addr.éss,- E-Mail and. Phone Number

Place and Date Signature

1y
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Mary Mc Donald

From: Helen Costello

Sent: 30 August 2005 10:41

To: Mary Mc Donald

Subject: RE: T.61/2005 Impiernentation & integration of the National [dentification Sysyem

Mary,

These tenders are still being evaluated,..... wilf take a few months!

Halei

From: Mary Mc Donald

Sent: 30 August 2005 10:26

To: Helen Costello _ _ _ o

Subject: T.61/2005 Implamentation & integration of the National Tdentification Sysyem
Helen-

Just looking for an update on this file. Closed on 9 May 2005.

Regards

Mary

'30/08/2005
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Mary Mc Donald

From: Mary Mc Danald

sent: 30 August 2005 10:26

To: Helen Costello

Subject: T.61/2005 Implementation & in'iegration'-nf the Naticnal Identification Sysyem

Helen-

Just looking for'an update on this file. Closed on 9 May 2005.

'Regards
Mary

30/08/2005
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From: Helen Costello <Helen.Costello@garda.ie>
Subject: Qry re Delivery: of Teder
CC: Fintan Fanning <Fintan.Fanning@Garda.ie>
Pate: Thu, 5 May 2005 15:52:02 +0100

Attachments:

Mary,
Following our conversation re a tender to be delivery on Mon 9th May.

The following is an extract from the tender "Implementation and Integration
of the National Pingerprint Identification System (AFIS) Contract ", due in.
Mgn ‘9th May 2005. Your office down ag place of @elivery. It was a
restricted tender. There should be 5 submissions

T am available at _'_and will be available on Monday 9th.
Thanks

Helen

Subnisgion Of Tenders
How to submit Tender OQffers _
Six (6) paper copies of the tender for this contract, plus two digital
copigs on CD (preferably in Word or Acreobat: format) must be provided in a
gealed package marked "Implémentation and Integration of the National
Fingerprint Identification System (AFIS) Contract *and addressed to:

Director of Finance,

Tender Reception Cffice,

Arni Garda Siochand,

Garda Headeguarters,

Phoeriix Park,

Dublin B,

Ireland.
The tender must be delivered to reach the above address not later than 3pm
on Monday May 9th, 2005. The name and contact details of the biddex should

_ht_tp:f/wiebmail.iol_.i_e}cgi-binfcwmail.cgi-?cmd=item&u’roken—*—t’cnder_gs@gpo.'i01-.ie:_ 250... 05/05/2005
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be cléarly identified on ths package.

Under no circumstances will tenders be accdepted after the cloging time and,
no correspondence will be entered into regarding the delivery of tenders
prior to the cloging date time.

Suppliers aré requested to make their own arrangements to obtain procf of
delivery by, for example, obtaining a receipt.

B e L R R e L e s e T T T X
The information tranamitted is intended only for the perascon or entity
to which it:ig addressed and may contain confidential and/or privileged
material. Any review, retransmisdion, dissemination or other use of, or
taking of any action in reliance upon, this information by persons or
entities other than the intended recipient is prohibkited..

If you received this in error, pleadge contact the gender and delete the
material from any computer. It is the policy of An Garda Siechana to
disallow the sending of offensive material and should you consider that
the- material contained in this: message is offensive you should contact.

both the sender and pogtmasterSgarda.ie immediately.
*‘*i’**‘k*\l’***********************************'k*****‘k******************w*

Prev message Next message Inbox/New Mall Reply Reply-All Foerward Message 1 of 6

i‘l View headers T Variable width font i“ Inlme Images
I” View as HTML I Execute HTML

http:;"'!\'?-f_ebmail','ioI’.ieﬁcgi—bim’CWmaiI'.cgi?cmd.——-item&utcke11='teudeljgs@gpo.iol.ie_ZSO;.. 05/05/2005
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Notice Status

Notice Wizard Detaiis

f

Document ID:
Title:

“Type of
Pocument:

Type of Notice:
Services/Supplies:

Procedure Type:

Is Accelaerated:

Is Utility:

Document
Source:

Status:
Createi:

Last Amended:
Released:
Published:

9275  View the original text
National Fingerprint Identification System

DIEW Notice

LContract Notice

Supply Contract

Restricted Procedure

No

‘No

DJEYU Wizard

Dispatched

15-Dec-04 15:13 by Peter Lumsden
16-Dec-04 16147 by Peter Lumsden
16-Dec-04 16:54 .

16-Dec=04 16:55 by Peter Lumsden

Ref; DEC031407 { XMLID=5822, Mail=IE001-XMLO5-
20041216)

.

.Published Details

‘ Garda Siochana
Type of Notice: Tenders
Document Source: EU Wizard
Status: Active
Created: 16-Dec-2004 16:55 by Peter Lumsden
Published: 16-Dec-2004 00:00
Verified: 16-Dec-2004 16:55
Last Amended: 17-Dec-2004 11:45 by Peter Lumsden
Embargoed: -
Application Deadline: -
Tender Deadline: 04-Feb-2005 at 15:00 Change | Cancel
Archived Date: -
Has Further
Information:
Has Documents: Yes, 1, View/Change Additlonal Document List
Has Noted Interests: Yes, 63, View/Change Noted Interest List
[The foliowlng can access the noted interest area:
Charnige

Yes, 4, View/Change tist of Further Information
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Has Additional Logos: No, View Additional Logo List
Has Posthox: No

Home Page | ContactUs| Help | Terms & Conditions | Privacy Palicy
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. . R v1.1.5.0
Notil::e Search i Publlsh Natlca | Reglster] Sign In l Newa | Guides | AboutUs | Site Help

A: thority: View Published Notice

:_ c?;g?é Notice  Details of the published notlce are shown below. If you wish to: publish

u Nofice further infermation regarding this: notice please select the Create Further
Workspace Info link from the menu,

u View Interest _ s

= Create Further Title: National Fingerprint Identification System for An
Info Garda Siochana

= Change Awarding Authority: Department of Justice, Equality and Law Reform
deadlines Publication date: 16-Dec-2004

m Cancel Notice ublication date: 16-Dec-200:

w Print-Notice ‘Application Deadline:

w Authority Dets.  Tender Deadline Date: 04-Feb-2005

» Your Details Tender Deadline Time: 15:00

= Library

Notice Type: Tenders
Has Docurnents: Yes
Abstract: The purpose of this document is to provide

Quick Links

" Slte Home. background and brieflng material for parties
Page - interested in responding-to the advertisement for a
" _N"t‘c‘?‘ -Search new National Fingerprint Identification System for
¥ g‘”"?’-‘.“;‘tY An Garda Siochana. [t does not constitute a
. R:'S;-:t er detatled or final spacification of requirements for
B 'Supplier Home the contract In question. The material herein is-
w Authority intended to provide interested parties with
Home. sufficient information to prepare their résponse
« Publish Notice document for this pie - qualification stage, and will
e News be superceded by the requirements of the .
I Guides Inv:tatiqn to Tender document which will issue in
e Links ) due colirse. ,
= About Us: _
- Site Help Additional Documents:
: i Description MName Size
| _ _Ga_er!g_e | National Fingerprint V2 of EU AFIS DOC.doc 318464
) Identification System for ) )
An Garda Siothana
AFIS Questions afis questions.doc 31744
AFIS Q & A Part I AFIS Q and A Part Il.doc 27136

[ z

Contact Information

Main Contact: info@justice.ie
Admin Contact: fintan,fanning@gaida.ie
Technical Contact: N/a
Other Contact: N/a

. : ]

Full Notice Text

CONTRACT NOTICE
Notice Type ! SUPPLIES

hitp://www.etenders.gov.ie/Authority/Notice_PubView.aspx?ID=DEC031407 02/02/05
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I.1)

1.2)

1.3)

LAY

L.5)

11,1}
11.1.1)
i1.1,2)

Page 2 of 5

28
‘Is this coitract covered by the Government Procurement Agreement (GPA)? Yes
SECTION I: CONTRACTING AUTHORITY
Ofﬂcia_l Nama and Address of the Contracting Authority
Organisation . . Far the attention of
Department of Justice, Equality and Garda Planning Divislodi
Law Reform
Address _
Garda Planning Divisian , 94 St, ;“s“’ Code
Stephen’s Gréen, Dublin 2 _
‘Town Country
Dubiin IE
Telephone Fax
01 4086105 4086142 _
Efectranic Mall Internet Address (URL)
info@justice.ie www.justice.le
Address from Wwhich further information can be obtalied
AsinL1[ | If different, see Annex:A
Address from which documentation may be obtained
AsinTi[ ] If different, see Annex A
Address to which Tenders/Requests to particlpate must be sent
Asin 11| If different, see Annex A
Type of contracting Authority
Central Level ] EU Institution 7] other [
Regionalflocal Level i Bndy governed by public faw ﬂ
SECTION I11; OBJECT OF THE CONTRACT
Description
Type of works contract
Type of supplies contract .
Purchase ¥ Rent I tease [}

I1.1,3)

IL1.4)

I1.1.5)

1E.1.6)

http://www.etenders,gov.ie/Authorily/Notice_PubView.aspx?ID=DEC031407

Hire-purchase
Type of service contract

Is {t'a framework agreement.
No

[] comblnation of these |

Title attribited to the contract by the coniracting authority
National Fingerptint Identification System for An-Garda Siochana

Description/object of the contract

The purposeof this document-is'to provide background and
brieflng material for parties interested In responding to the
advertisement for a riew National Fingerprint Identification
‘System for An Garda Siochana. It does not constitute a detailed
or final specification of reguirements for the contract in guestion.
The material herein is intended to provide interested parties with
sufficient Information-to prepare their response document for this
pre - qualification stage, and will be superceded by the
requirements of the Invitation to Tender document which will

issue in due course,

NOTE: Further information relating to this notice is avallable on

the eTenders Web Site at

http://www.etenders.gov.ie/Search/Search_Switch aspx?

ID=7275.

02/02/05
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11.1.7)

11.1.8)
i,1.8.1)

11.1.8.2)
11.1,9}

11.1.10)

11,2}
2.1}
i1.2.2}
IL3)

Page 3 of 5

Site or{ocation of works, place of delivery or performance:

Iredaind

MUTS Code IE

Mopienclature

common Procurament Vocabulary (CFV) R
Maln Sl_]pplemeqtary viocabulary (when
vocabulary applicable)

Maln. object 72540000

Additional abjects
Other relévant nomenclature {CPNC_PC)

Divigion into laks
No

Will variants be accepted

No
Quantity or Scope of the Contract

Total quantity-or scape-
Optlens. Description and time when they may be exercised

Duration of the contract or limit for completion

SECTICON III: LEGAL, ECONOMIC, FINANCIAL AND TECHNICAL INFORMATION

IIL.1)

111.1.1)
111.1.2)
m.1.3)

I11.2)
H1.2.1)

Conditions Relating to the Contract

Deposits and guarantees required
Main Terms of financing and payment and/or reference to the relevant prov_l'$lons

l.egal form to.be taken by the grouping of suppliers, contractars or setvice,
providers to who legal.contract s awarded

Conditions for Participation

General Conditions

111.2.1.1) Legal Position - means of proof required

111.2,1.2)
111.2,1.3)

Economic and Financlal Capaclty~ means-of proof required
Technical Capacity- means of proof required

SECTION IV: PROCEDURE’

w,1)

v.1.1)

v.1.2)
v.1.3)
v.1.3.1)
1v.1.3.2)
v.1.4)

Type of Procedure

Open {]  Accelerated Restricted ]
Restricted ¥]  Accelerated Negotiated ]
Negotiated ]

Have candidates already been selected?

No:

JusHflcation for the choice of accelerated _pl"oi:edure..
Previous publication congerning the same contract

Prior information notice concerning the same contract
Notice Number:2004/S S51-043631 of 12-03-2004

Other previous gublications

Envisaged number of suppliers which will be invited to tender.
Miaimuvm: 5 / Maximum: 8

Award Critaria

A) Lowest Price No

B) The most conomicaily advantageous tender in terms of:
BY) Criterla as stated below No
B2).CHteria as stated in contract decumeants: Yes

http://www.etenders.gov.ie/Authority/Notice_PubView:aspx?ID=DEC031407 02/02/05
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IV.3 Administrative Information

Iv.3.{) Reference number attributed to the notice by the contracting authority
AFIS

1V.3.2Y  Conditions forcbtaining contract document and additlonal documents
Obtainable until

Price {where applicable)  Currency

Terms and-method of payment

1v:3.3)  Thne-limit for recelpt of tenders or réquests to participate
04-02-2004 Time (when appiicable} 15:00

1V.3.4) Dispatch of invitations to kender 1o selected candidates
Estimated date 01-04-2004

Tv.3.5) Language or languages in which tenders or requests to participate can be drawn
up .
en {4]
Iv.3:6)  Minimum time frame during which the tenderer must maintaih Its tender
I¥.3.7)  Conditions for opening tenders
Iv.3,7.1) Persons authorised to be present at the'opening'df tenders (where appffcab!e)

IV.3.7.2) Date, time and place

Date Time
Place-
SECTION VI OTHER INFORMATION.
VE1) Is this notice a Non Mandatory one?
o
vI.2} Indicate Whether this Procurement Is a Recurrent one and the Estimated
Timing foi  Further Notlces to he Publishéd

VI.3) Does the contract relate to a Projec_i:/ Prograntme. fina nced by EU Funds?
No-

If yes, Indicate the profect/programme and any useful reference

VI.4)  Additional Information
(ET Ref:7275)
Vi.5) bBispatch date of this Notice

15-12-2004
ANNEX A

1.2) Address from which further information can be gbtained
Organisation B o For the attention of
Garda Siochana ( Police ) Headquarters | Fintan Fanning
Address _ _ Postal Code
Phoenix Park, Dublin, 8. Dublin,8.
Town Country
Dublin I1E
Telephone. ' ¥ax o
0035316660000. _ 0035316662419
Elactranic Mall Internet Address (URL)
fintan.fanning@garda.ia www.garda.le

hitp://www.ctenders. gov.ie/ Authority/Notice_PubView.aspx MID=DEC031407 02/02/05
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1.3) Addreass from which documentation may be obtained
Organisation For the attention of
Garda Slochang { Pollce ) Headquarters { Fintan Fanning
Afdress ' Postal Coda
Phoenkx Park, Dublin, 8, Dublin 8
Town Country
Duklin 8 _ 1IE
Talephohe Fax
0035316660000 Q035316662419
Electranie Mail Intesnak Address (URL)
fintan.fanning@garda.te www.garda.ie

.I.d_j Address to which Ten_ders{.Req uests to Participate must ba sent

_| organisation. For the attentlon of.
An Garda Slochana | Directot of Finance
Address .
Tender Reception Office, Garda gﬂsb‘;;: goda
Headquarters, Phoenix Park f
Town Country
Publin -8 1E
Telephone Fax:
0035316660000 0035316662419
‘Electronic Mafl’ Internet Addrass {URL)

Further Information
Information added to the notice since publication.

17-Dec-2004 Deadline Date(s) Changed
The deadline date was changed from 04-Feb-2004 to 04 Feb

2005,
error in entering the date

National Fingerprint Identification System for An Garda
Siochana

Background and briefing material for parties interested in
responding to the advertisemnent for the new system

17-Dec

27-lan-2005 FAQ's
Llst of Questions received pursuant to 6.4 of supporting
documents REF DEC031407 titled National Fingerprint
Identification System for An Garda Siochana

01-Feb-2005 AFIS Questions and 'Rep_lies - Part 2
Clarification and Responses - Part

EY i

Home Page { Contact Us | Help.| Terms & Conditions | Privacy Policy

hitp:/fwww.gtenders. gov.ie/Anthority/Notice: PubView,aspx7TID=DEC031407 02/02/05




Implementation and Integration of the National Fingerprint
Identification System

For
An Garda Siochana,

The Department of Justice, Equality and Law Reform
And

The Office of Refugee Applications Commissioner (ORAC).

Briefing Document
(Pre-qualification stage)

Date: 14" December, 2004
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1. Purpose of Document

The. purpuse of this document is to provide background and briefing material for parties

interested in responding to the pre-qualification advertisement for & new Natjonal Fingerprint
Identification System for ‘An Garda Siochéna, as publistied in the Supplement to the Official
Journal of the Buropean Comimunities. An Garda Sfochéna is the National Police Force in the
Republic of Ireland 1espon51ble for ail aspects of criminal law enforcerment and national
security, An ‘Garda Sfochina has a central Headquarters based at The Phoenix Park, Dublin 8:

Further information on An Gards Siochdna is available on the website at

ht ';/fwww.' arda.ie/.

A Prior Information. Notice for the project was published previously on 12/03/2004
Reference: 2004/S 51-043631. '

This briefing document relates to.the Contract for a complete. system comprising;
4 Hardware,
*  Software.
»  Development.
= [mplementation.

= Infegration with existing systems and,

= Long-terns support services as an option to be exercised solely at the discretion of An

Garda Siochéna..

This briefing document does rot constitute a detailed or final specification of requirements for
the contract in question, The material herein is intended to provide interested parties with
sufficient information to prepare their response document for the pre-qualification stage (see
Section 5: for further details). The material herein will be superseded by the detailed
réquirernents to be specified within the Invitation to Tender document, which will issue in due
cowrse to thosé service providers (suppliers) selected to bid for this contract from this pre-
qualification stage. '
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2. Organisation & Project Background

This section provides background to the relevant organisations and processes,
Organisation Background
(&) Asylum and Immigration

The Department of Justice, Equality and Law Reform is responsible for the development the
Government’s asyluni and immigration policies and strategies. A number of Divisions of the
Department and Agencies implement these policies.on ‘behalf of the Minjster.

For the purposes of this briefing, the relevant agencies/ offices uivolved in the various:

pracesses ate the Office of the Refugee Applications Commissioner (responsible. for asylum)
and the Garda National Immigration Bureau (responsible -for tmmigration). The AFIS
functions (currently for Asylom and in thé future GNIB) are provided by the Garda Technical
Information Bureau (GTB) with, support for both GNIB and GTB provided by the Garda
Information Technology Division.

() Criminal Fingerprinting
This is primarily the responsibility of An Garda Siochina with the Garda Technical
Information Bureau (GTB) providing the key role. Prints-are captured at Garda Stations and
submitted to the GTR for pracessing and storage. Prints aré taken manually except in two
locations that use livescan units.

‘Capture of prints using one livescan unit also takes place in the Irish Prisons Service and are
electronically transmitted to the GTB,

The following are further details of the specific Agencies / Divisions involved.

The Office of the-Refugee Applications Commissioner

The Office of the Refigee Applications Conmmissioner (ORAC) is the first instance decision-
making body in the Irish asylum system. The office was established under the Refugee. Act,
1996 (as amended). Under the Act, the Commissionier is required to investigate each asylum
application lodged within the state and to make recommendations to the Minister for Justice,

Equality and Law Reform. The Commissioner is also 1'espon31b1e for investigating.

applications by refugees to allow family members to enter and reside in-the State and for

prowdmg a teport to the Minister on such applications, The Commissioner is independent in

the exercise of his or hér functions.

For more information see:

http://www justice.ie, hilp://www.orac.ie
An Garda Siochina

In terms of organisational structure the Garda Information Technology Division, the Garda
National Immigration Bureau (GNIB) and the Garda Technical Information Bureau (GTB)

are-all divisions of the Irish Police force, An Garda Siochdna, under the- overall conirol of the-

Garda Comimissionet.
The Garda Technicdl Bureau

The Garda Technical Bureau is the longest established Specialist unit-in An Garda Sfochana.
The Bureau comprises of 9 Sections each providing a specialist service to An Garda
Sicchiana, They are as follows:

x  Fingerprints.
»  Ballistics.
= Photegraphy.
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& Mapping.

= Document Examination and Handwriting,

Fogra Tora (Garda information -booklet).
= TForensic Liaison Office.
GCRO (Garda Criminal Records Office).

n

= Administration.

‘Within the various specialist sections, sub-sections have been established. They include:
-« Photographic Digital Imaging.

Shoe Mark and Tool Mark Identification.

*  Fingerprint Chemical Development Unit.
= Ear prints.

PRO-FIT (Facial Identification),
Cheque Fraud.

= Serious Crime.

Ballistics Data Reference Centre.,

The. Technical Bureau is headed by a Chief Superintendent (assisted by a Superintendent)

who has responsibility for overall management of the Bureau, which has a pe1sormel strength

of approximately 200 Garda and civilian staff, The Chief Superintendent reports in turn to-the.

Assistant Commissioner, National Support Services.

The Garda National Immigration Bureau

The Garda National Immigration Bureau (GNIB) came into operation in May 2000 and is

responsible. for all Garda -operations pertaining to immigration miatters in the State. A
Detective Chief Superintendent with a Garda staff of 2 Superintendents, 3 Inspectors, 8
Sergeants and 55 Garda heads the GNIB. In addition, there are appmx;mately 34 civifian
support staff.

The Bureau became a necessity dueto the exceptional increases in persons registering with
the former Immigration and Registration Office and associated workload.

The Garda Information Technology Division

The Garda Information Technology Division is responsible for providing and maintaining
Ieadmg LT. support systems serving operational and specialist units within the Garda. A team

of approximately 115 Gaida and civilian staff, divided into 6 core teams, prov1des the.

following key capabilities:

= IT Security and Operations - Provides a 24 hour Service Desk; support services;
hardware procurement; rollout of equipment, IT Security; investigation assistance,

» Research and Development - Research requests. for new computer systems and
technologics and easure that fhe technologies chosen are the best and most
appropriate solution to meet requirements of specialist sections.

*  Project Co-ordination Office (PCO) - Deals with the co-ordination and project
management bétween all the constituencies involved in the major projects; including’

IT, Telecommunications, Training Colege, external consultant's etc.

» Project Management Office (PMO) - Provides services to the various project feams,
such as document libraries, storage of key documents and deliverables, etc. '
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= PULSE (Police Using Leéading Systems Effectively) Project Teams - Responsible for
the design, build and implernentation of the PULSE system. PULSE is the Jargest IT

system underfaken by An Garda Sfochfna.and is one of the leading such police:

projects worldwide. Phase 1 of PULSE was deployed in 1999 and ensuies accurate
up-to-date information is available to all members in résponding to the demands of a
modern police force.

»  Schengen Project Team - Responsible for the design, build and implementation of the
Schengen Information System within An Garda Sjochéna.
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Tingerprint Project Background

An Garda Sfochéna is responsible for the management of a1l fingerprints taken under Irish
law. The fingerprint records held by An Garda Siochéna fall into two categories:

» Al national fingerprintrecords.

i Al national scenes-of crime latent marlks,
‘The Garda Fingerprint Bureau, a dedicated unit of the Garda Technical Information Bureau
(GTB), is responsible for managing the National ‘Pingerprint Identification System, If has
opexated the ‘cutrent Autorhated Fingerprint Tdentification/Recognition System (AFIS) since

1996 in conjunction with the Garda IT Centre. During this period of- operatlon the Garda
Fingerprint Bureau have developed considerable levels of expertise in the us¢ and

management of the AFIS systern, as well as a reliance on the storage and searcliing power that.

such a computerised system provides,
The AFIS system is now due for replacement, or upgrade, for the following reasons:

« Sipport ltﬁ?cycfes Support for the current AFIS system will expite in December
2006-and there is a need to move to a fully supported technical platform to underpin
operations in the medium to long term.

w  Improved technologies: A core capablhty of the AFIS. system relates fo crime solving
and in particular latent matching. A new AFIS system should display. *best-of-breed’
latént matching capability and be fully capable of leveraging all .data within the
repository (including palm-print data). In addition, the capability to utilise automated
techniques for feature extraction/encading, and latent marks captured at scenes of
crime would enhance the latent capiure and overall lafent process.

» Existing process ¢nhancement. In the case of ten-print and palm-print capture, more
comprehensive use of Livescan techniques -¢ould be employed going forward,
phasing out the reliance on manual capture processes. This serves to normalise the
quality of data inputting the database and would assist in eliminating duplication of
fingerprint capture among different organisations..

= Fxtended user community; Since the introduction of the original AFIS platform, the

-user community has grown and requirements have become more complex:

o The advent of the Dublin Canventional and the introdiction of the Burodac
system, together with the provisions of the Refugee Act 1996, requires the Office
of the Refugee Applications Commissioter. (ORAC) in Tieland to fi ingerprint
asylum seekers and interface to the ceniral Eurodac application, In addition, the
ORAC process requires. access to the Garda AFIS system for search, match and
vcnﬁcation capablllty

o The establishment of the Garda National Immigration Bureau (GNIB}), a division
of An Garda Sioch#na, has further extended the AFIS user comimunity, as
potential capturers and searchers of relevant fingerprint databases. The
introduction and storage of fingerprint biometric data on existing identification
smart cards produced by GNIB is also planned as a future requirement.

o GNIB requires the capability to search against both the Trish national fingerprint
database' (AFIS database) and international AFIS databases (e.g. Furodac) in
order to make determinations: in relation to asylum applicants; ﬂlegal border
crossings gnd resident nof-nationals.

o As the national fingerprint database is the sole repository of fingerprint
information in Ireland both ORAC and GNIB require the ability to efficiently
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upload and store fingerprint data to the national fingerprint database, for their

‘OWH USEes.

New process opportunities: Based on the current requiremments of the extended AFIS

user-base, and the availability of new technologies within the fingerprinting and.

telecommunications ficlds, there are now considerable opportunities for new and

more efficient processes:

o Real-time processing of 'ﬁngemrint_ queries in AFIS by leveraging more powerful
‘match capability énabling faster verification.

o. Electronic capture and real-time query of fingerprints by An Garda Siochdna and

ORAC supporting new and more efficient decision processes within those.

organisations. In addmon, the ability to capture and query of fingerprints by
officers in the field using mobile search technofogy may allow for more timely
decision-making and e_fﬁclency in processing.

& Interconnection to external fingerprint databases (e.g. Eurodac).
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3. Overview of Existing National Fingerprint Identification Systems.

‘The GTB has ope1ated the current AFIS system since January 1996, More recently they have

provided a service fo the:ORAC for the searching, storage and verification of the fingerprints
of asylum applicants.
. The AFIS system has a database of criminal ten-prints and unsolved scene of crimie
marks and a ‘partitioned’ database of asylum ten-prints managed on behalf of the
ORAC.

= The current AFIS system does not cater for palm-prints. However the system has

been altered to allow a certain level of palm-print matchingto be catried out'using the
systemns inplace for fingerprints,
»  Criminal tén-pritits sént to the-GTB are entered onto the AFIS; searched against both

the eriminal ten-punts and scene of crime databasés. Fmgerprmt experts at the GTB
ver lfy all of the search resulfs.

x  Similarly, scene of crime marks sent to the GTB are-¢ntered onto the AFIS and
searched against both the criminal ten-prints and scene of crime databases.
TFingerprint experts verify all search results.

= Asylum Application ten-prints are regularly sent to the GTB and are entéred and
searched apainst the asylum ten-print database only, Fmgcrprmt experts verify all
positive hits and the resulis are then returned to the ORAC by courier;

= The majority of ten-prints sent to the bureau are manually generated following a
standard ink-based process. However; three Livescan units, allowing for the digital

capture of ten-prinis are installed with one each at two Garda stations and one at

Mountjoy Prisor:

Existing AFIS Support Process Overview

At present the majority of both ten-prints/palm-prints dnd latents are processed manually into
the AFIS, with the exception of ten-prints received via the Livescan units.
= The GTB operate a-number of databases in conjunction with the AFIS systern to track
the status of all received ﬁnge1;nmt data, All received ten-prints are tracked in the
Corr espondence Register (This is a standalone database). It provides a snapshot
view of all ten-prints received by the GTB.

Crime scene evidence is first processed via the chemical Iaborafory- 10 recover latent mark
data. This data is. fracked via the Exhibit Tracking System (this is also a stand-alone
databasce), It provides a snapshot view of all latents received by the GTB.

The AFIS sysiem enables 3 key processes:

*  Quality Control: the process of entering new fingerprint data into the AFIS;
identifying, verifying and encoding the required characteristics.

= Searches: A range of searches against _exlst_mg data (for example ten-print to ten-
print, ten=print to latent, Tatent to latent, latent fo ten-print).

% Verification: The process of verifying a match by a fingerprint-expert. In the case
where evidence of a match. is needed for a court of law, 3 fingerprint experts must
verify the match.
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Installed AFIS Technical Overview

“The current Printrak 2600 AFIS system is made up of the following subsystems/workstations.

One combination Data Storage and Rettieval/Minutine Matcher Controller
(DSR/MMC) including RAID for storage of fingerprint and palm-print images.

One. AFIS2000 Transaction Processor.
Two Input Workstations (IS2000).
Four Verification Stations (VS2000),
Five latent Stations (L.82000).

One Latent Case Station (LCS).
Thiee Remote Livescans (1.SS2000).

10
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Eunture Solution Overview

This section provides a high-level overview of the envisaged solution. It does not prescribe &
solution, which will be the responsibility of the relevant bidders at the tender stage of this
competition, but is meant to actas an explanatory guide to the main components of the future
slrategy.

Key components

= AFIS Client: AFIS clieni(s) designed to capture fingerprint data and enable direct

access to the AFIS: Core capability (e.g. to upload ten-prints captured via a Livescan
it ete.) are en_w_saged The AFIS client should :support capability to integrate with
existing external client software applications and supporting mid-tier processes.

» AFIS Core: The AFIS Core represents the miain AFIS database and supporting

functionality:
o ATIS Functions: For example, matching, workflow, latent case management.

o ATIS Database: Persistent repository of fingerprint data.

o Viewing/Verification workstations: Dedicated workstations supplied with the

AFIS Core supporting fingerprint processing and verification by fingerprint
experts. '

»  AFIS Enhunced Services: Additional capability” required to support the AFIS

integration requirerents with 3 parties. For example, a maich query that is 1equired
to interact with both Eurodac and AFIS Core would be handled in this layer, It is
anticipaied that these services will be.composed of re-usable software components
that leverage standard application server services such as transaction handling,
message-handling, web services exchange protocols, among. others,

»  Security Services: Providing role based secure, conf1dent1al, access to both internal
and external users of the ATFIS system

A Management Services: Providing administrative -capability o AFIS end-users. For
cxample; security and workflow management, performance management, alert and
report generation.

= Mobile Query Unit: Providing the ability to do a two-finger search, fromra mobile:

device with supporting finger scanner, against the AFIS database,

»  Secure Network: The AFIS system will requite fhe capability for the relevant
agencies (e.g. ORAC, GNIB) to securely access AFIS functions located within the
GTB.

Systems Integration

A key component of this project will be the implementation of a robust, scaleable, standards

based integration frarhework to achieve the integration necessary with An Garda Sfochéna’s
existing systems, This intégration framework must also allow for future integration needs

within An Garda Siochéna as well as supporting integtation services to ‘external’ users or
systems (e.g. other tiational government agencics or interiational AFIS systems).. Summary
information on the initial infegratioh réquirernent is provided below.

Integration with Existing Systems

Garda System (PULSE): Since 1996, An Garda Siochéna has been working on PULSE, an
Information Technology and Change Management Project. This cenfral system is the core

il
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apcrational application designed to improve information gathering, collation and
dissemination in An Garda ‘Siochina.

= As PULSE is the core information base within An Garda S{ochéna it is a requirement

that all new system developmcnts must include integration with this information base:

wlhere feasible.
ORAC System: ORAC is part of the Depariment of J ustice, Equality and Law Reform and is

responsible for handling all asylum applications in Treland, It maintains a_case management.

system for registering and processing all asylu applications. ORAC will need to extend their
current manual fingerprint capture procgss to support the electronic eapture, query and
verification of fingerprints against Burodac (specifically for the Dublin convention) and the
AFIS database.

GNIB System: GNIB have responsibility for handllng iminigration at ports of eafry,
managing resident non-nationals and detecting illegal immigrants and failed asyluri seekers
within the country. The GNIB-information system (GNIB-IS) is extended to over 50 locations
nationwide, including GNIB:HQ; District Headquarters, all ports of entry and the four main
Garda Statiohs along the Horder with Northern Ireland that act-as both registration and port-of
enlry sites.

« The systern functionality tracks the details of resident non-nationals who are granted
ieave to land or conditioned on enfry to the country; those who have been refused
ledve to' land in Ireland; and all resident non-nationals registered in the country.
Resident non-nationals who clainy political asylura at potts of entry are: recorded as
refusals that subsequently claim political asyluni:

»  All registered resident non-nationals are issued with a system-generated registration
smatt card. This card has the person’s photograph and basic registration details on the
front of the card as well as biographical and biometric data (facml data) stored orl. the
microprocessor. chip. The smart card enables verification of genuine cards, and more
critically alerts immigration officers to forged cards. It is envisaged that fingerprint
data conld also be stored electronically onthe smart card.

»  An enhanced mobile solution of 20 rugged, handheld devices has been rolled out
providing witeless access to information on the GNIB database at remotes locations
over the GPRS network, both inside and outside of lreland. Two rugged laptops are
also available to users,

= The AFIS system should support integration. with existing GNIB-IS enabling the
entering of a fingerprint record, search it against local, Enrodac, and possibly ofher
international systems to obfain a result within a defined time period. This should be
further extended to integrate the use of ﬁnger_punt storage on the registration smart.
card.
Prison Service: The prison service cutrently operates a Livescan unit to capture digital
fingerprints. Any envisaged replacement to the existing Livescan capab111ty should support
and enhance existing capability to fuily interact with the core AFIS system.

12
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4, Preliminary Outline of Requirements

This section provides an outline of the requirements for a National Fingerprint Identification

System (veferred to-in this section as the ‘system’) to meet the future needs of both the GTB

and the organisations that will use ifs services.

»  The system will support a fully-integrated and extensible solution that enhances existing
processes-and capabilities within the GTB:

o]

0 0O & 0

Providing for the efficient capture of ten-prints, palm-prints and latenfs.
Providing for the upload of this data to the secure fingerprint repository.
Providing for the real-time verification of submitted queries.

Providing ‘best-of-breed” latent processing and matching capability.

Providing the required service levels to the ORAC, GNIB, The Prison Service-and
genetal Garda operations in conjunction with the PULSE system.

» The systern ‘will support standards based connectivity to Burodac and other external
-systems,.

*  The delivery of the system to suppor{ a National Fingerprint Identification Syster will
encompass-the following deliverables:

O

O

o

6 0 6 ©

6 0 0 O 0 0 O 0 O O

System design and development.
Database design and-database implermentation.

Migration of existing fingerprint data (ten-print, latent & palm-print),
Correspondence Register etc. .

Software integration services.

Supply of integration software

Implementation services leading to the successful commissioning of the new system.
Training and user support services.

Process change management.

Project management.

Post-implémentation support and maintenance services,

Supply, implementation and support of server hardware.

Supply, implementation dnd support of storage technology.

Services leading to the interoperability of the new hardware with-current hardware
platforins.

Installation, configuration and deployment of appropriate network and secure
network access components.

Licences for the server operating system software running on any new equipment.
Licensing of appropriate application software.
Licensing of appropriate database software.

Long-term support of the overall solution as an option which must be provided and
can be exercised at the sole discretion of An Garda Sfochéna,

= Where possible the system will leverage standard off-the-shelf hardware and software
-components,
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v The system shall be modular enabling plug-in of different sub-systems.

= Where possible the system will support recogiised open standards for. application
interaction (Servnces Oriented Architecture), security’ APIs (BioAPI) and data exchange
(XML, NIST),

n  Without prejudice, it is intended that the development of the system would commence in
early 2005 with atl key phases of the system implemented and deployed by December
2006.

o The system will be built in phasés, with detailéd review, evaliation and refinement
processes iy each phase in order to-facilitate an optimum solution.

o Itisanticipated that ‘Ehe'phased delivery plan will account for the separate need to:

v Replace and cnhance existihg operational AFIS functional capability and
fingerprints répository.

o Provide new real-time electronic capability fo external agencies, and.

integrating with their existing software systems. where required.

»  The supplier will demonstrate capab_ility to provide long-term support to the system, post
-déployment.

Outline Garda Techunical Bureau AFIS Requircments

= The systent will demonstrate efficiency and effectiveness in ferms of timeliness of results,

improved processes and reduction of duplication of effort.

»  The system will be able to store, ifctrieVe_, and compare ten-prints, latents and: palm-prints
(including writer’s palm).

x  The system will demonstrate advanced capability in real-time search and verification of
ten<prints,

» The system will demonstrate advanced capability in latent processing (supporting
1000dpiy and matching:

*  The system will provide automated and configurable workflow capability.

v The system will provide latent case managenieiit.

= The system will support performance management.

= The systern-will support fault tolerant and disaster recovery capability.

»  The system will support web-based interfaces.

#  The system will support secure external access.

Scarches

» The system will support initiation of searches from the point of capture.

» The system will support results of AFIS. database ten-finger fingerprint searches within
sct timeframes at point of capture.

= The system will support resulis of database fingerprint searchés against Burodac and other
external systems,

= The system will support remote interfaces and/or interconnections to existing facilities to.

allow the direct entry and searching of ten-prints as outlined for the ORAC and GNIB.

= The systém will support use of various inpuf types (finger, ten, palm-prints} in searches
against all sections of the database.

*  The system will be able to obtain fast response times and high-accuracy for' ten-prints of
all types without the need for initial quality control, '

14
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"The system shall be able to configure and utilise different finperprint encoding and

matching sub-systems.

Database

5 0 0 ¢ 0 o

The system will demonstrate reliablé and performant data stotage.

The system will store and use information in a timely manner, with the capability to insert

into the database all fingerprint records (ten-print, palm-print, latents) captored.
The system will support muttiple print categories; for example:

Ten-prints of criminals,-

Criminal scene of crime marks.

Criminal palm-prints.

Ten-prints of all asylum seekers.

Ten-prints of all illegal immigrants.

Ten-prints of resident. non-nationals.

“The system will inaintain a high quality database through quality control for imimigration
prints and criminal activity for poor quality fingerprints.

The system will support an extensive back record conversion (_-BRC) and full migration
of all existing ten-finger; palm and scene ‘of ctime marks (ensur ing this invalusdble:

existing, repository is fully available to alf fiiture database searches at 'go-live' of AFIS
core system).

Print Capture

-]

The system will utilise modern Livescan units for the electronic capture of prints.
The system will integrate with external systems, such as GNIB, ORAC and PULSE.

The system will integrate a.Livescan capture process within. existing exiernal-client
applications.

L.atent handling

The system will demonstrate high performance for criminal identification in terms of
accuracy ‘of results {possibly using desk based expert workstations) and the ability to
upgrade performance going forward..

The system will provide facilities to centrally manage the criminal fingerprint entry and
search requirements,

The system will support separate matching: algorithms for latents and ten-prints.

The system will provide facilities to cenftrally enter and store palm-prints.

The system will provide facilities to- dentrally enter and search scene of crime palm

marks,

The system wiil providé for the high quality digital capture of latént marks at the scene of-

investigations.

Network

The system will support network and transaction security through standard practices such
as encryption, private secure networks (VPNs, firewills/routers/DNS setversfintrusion
detection) and security policies.

GNIB Outline Reqiiirements
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Fingerprints of agsylum apphcants and illegal entrants intercepted at Port of Eatry o other’
locations to be captured using Livescan devices or other means and submitted-

electronically to the system, for searching against the National AFIS; and possibly
Burodac and other external databases to bedetermined.

Ability to reccive, from the system, results of asylum applicant. and illégal entrant

searches back to the Port within a set timefrange. This includes the ability for the system

to do a real-time search hoth against AFIS database, and to enable a real-time verification

by a fingerprint éxpert in the event of a “hit".

Asylum seekers granted leave fo land are given a documentation pack and asked to attend
ORAC offices. Once. presenting at ORAC it should be possible for ORAC. to
electronically retrieve the fingerprint data taken at port-of-entry from Irish AFIS, Eurodac
and other external systems.

“The ability for the system to provide an, ‘out of hours®, unverified response to enble the

possible detention of 2 person pending a confirmed rcsult

The ability for the system to-capture fingerptints of registered non-nationals (i.e. existing
holders. of registration cards) onto the AFIS system at their ve-registration date, or if not
registered, at point of first registration.

The ability for the system to do-a real-time search against the AFIS database at point of

registration to eliminiate duplicate registration.

The ability for the system to capture a fingerprint at non-national regisiration onto the.

registration smart card. The system should support the ability to do a verification search
against the AFIS database on re-registration to validate identity.

The ability for the system to verify the identity of individuals ‘in the field’ in real-time on

a mobile device, based on the capture of two-prints and to perform a search against the.

national and international AFIS systems (e.g. Eurodac).

ORAC Outline Requirements

The ability. for the system to quickly and easily check in real-time the existence of asylunr

applicant fingerprint records on both the Irish and external AFIS systems (e.g. Eurodac)
without the need, as currently, for duplicate fingerprint queries into the FIT/NAP-Eurodac-
and National AFIS databases.

The ability for the system to provide Livescan entry of fingerprints, replacing the current.
manual fingerprint process.

‘The ability: for the system to. print _f'mg'emr_int records capturéd by Livescan onto

fingerprinit forms (for hard copy storage) at the ORAC and/or the-GTB.

General Requirements

The suppliet will be eéxpected to:

o Utilise a system developmerit standard methodology.

Have comprehensive qualily assurance procedures in place.

o)
w0 Conform t¢ the PRINCE II project management meﬂmeIOg_y.'
o}

Provide training to :a number of different teams within An Garda Siochéna, ORAC
and the Prison Service.

o]

Locate implementation teams in Ireland.

Provide post implémentation suppoit for a period 2 to 5 years after the go live date, as
an- option, which must be provided by the supplier and to be excrcised at the sole
discretion of An Garda Siochéna.
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Standards Compliance

The system will suppott the following standards:

BURODAC standard in full,
NIST standards compliant record interchange format of fi ingerprint records and

‘related transactions including images, demographic data and photo images
interchanged between differing AFIS systems.

Where appropriate the system should indicate compliance with the latest TT and AFIS
standards as -defined by the FBI, ANSI/NIST, Eurodac, and INTERPOL mcludmg the
following image captwe quality, image compression, print. quahty, data Interchange
standards:

ANSI/NIST-ITL (INTERPOL) 1-2000 (version 4.22) data format for the interchange
of fingerprints.

ANSI INCITS 377 {pattern based data interchange format).
ANSI INCTTS378 (minutiac based data interchange foriat),

Common Biomettic Exchange File Format (CBEFF) data structures.

FBI Implementation: for Fingerprints,
EBIIQS scahning acquisition.

W8Q data format compression,
%ML Data Interchange.

The system will ¢comply with relevant IT equipment standards.

The system will comply with relevanit heath and safety standards.
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5. Procurement Process

5.1

5.3

This competition is being conducted under the “restricted procedure” rules governing
public procurenient in operation within EU member states. The award of confract will

involve two competitive stages. This is the first stage. of the competition, which
‘constitutes a pre-selection process; the second stage will be a tender ¢ompetition

confined to the parties pre-selected from the first stage. This briefing document
relates to the first stage only, An Invitation to- Tender (I'IT) detailing the solution

-requirenients will be issued to the parties selected on. foot of the first process.

It is envisaged that between 5 and § service prowdels will be selected from the
suppliers and invited to tender, provided there is a sufficient numbers. of suitable
suppliers. The-awarding authority seeks to award 4. smgle contract, to a smgle primary
supplier, for the procurement of all goods and services associated with this supply.
The primary supplier will be the single responsible point of contact for. the coritract
delivery. Interested parties ave at liberty to make their own alrangemcnts regarding
formation of groups/consortia, The coniracting authority will play no role in
facilitating this.

The awarding authority for this procurement is the Depatiment of Justice, Equality

and Law Reform with An Garda Sicchana.
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6. Administrative Arrangements

6.1

6.2

6.3

64

Six copies of each application for pre-selection must be provided, in paper format
and, a ‘soft copy’ on CD(in both Microsoft® Word 2000 & Adobe® PDF formats),
in a sealed énvelope marked *Mational Fingerprint Identification Syster — Briefing
Document' and addressed fo:

Director of Finarce,

Tender Reception Office,

An Garda Siochana,

Garda Headquarters,

Phoenix Park,

Dublin 8,

Treland.
Under no circumstances will applications by fax, electronic mail or by any. other
electronic format be accepted..
The apphcatlons must be delivered to reach the above address not later than 3pm,
February 4", 2005. Under no circumstances will applications be accepted after this

time. Apphcants are requested to make their own arrangements to obtain proof of
delivery by, for example, obtaining a receipt.

Any queries should be addressed, by e-mail, to fintan.fanning@garda ie.
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7. Noetices and Conditions.

7.1

72

7.3

74

7.5

7.6

Detailed contractual arrangements arve beyond the scope of this document. However,
the following conditions apply to.the competition and should be roted, and where
appropr iate, responded to in the applicant’s document.

The swarding aufhority undertakes: to hold confidential aty infoithation provided by
suppliers in their esponse documénts, subject to its obligations under law, including
the Freedom of Information Acts 1997 and 2003,

Note that under the Freedom of nformation Acts, information provided by you may

be Hable to. be disclosed where the public interest value of releasing such information

is deemed to outweigh the right to confidentiality. An Garda Sfochéna will consult

with the party supplying confidential information before making any decision -on
réleasing such information in response to a request under the Acts.

You are asked to consider if any of the information supplied by you in your respouse

document should not be disclosed because. of its: sensitivity, If th_is i the case, you
should when providing the information, identify same and specify- the. reasons for its-

sensitivity. If you do not identify it as sensitive and An Garda Siochéna, on
consideration, do not deem it sensitive thenit is liable to be released in response to-a.

Freedom of Information Act request without further consultation with you. An Garda.
Siochéna will consult with you about sensitive information before making a decision

on a request that it receives pursuant to the. Freedom of Information Acts.

I you consider that none of the information supplied by you.is sensitive please make
a staterment to that effect. Sucl information is liable to. be released in response to a

Freedom of nformation Act request.

Before contracts are. awarded, the successful supplier (and agent, where approprlate)

will be required to comply with the prevailing tax clearance procedures viz.. A

successful supplier resident in Treland will be required to promptly produce a Tax

Clearance Certificate from the Irish Revenue Commissioners. A successfil non-
resident supplier or sub-supplier will be required to produce a statement (in lien of a
Tax Clearance Certificaie) from the Irish Revenie Commissioners confirming
suitability on tax grounds to be awarded the conbract. Application for either of the
above may be made to the Jrish Revenue Commissioners by way of a standard form,
which will be provided to the successful suppher(s) by the Garda IT Departnent in

due course. Where a certificate or statement expires during the course of the contract,

the Department will require a renewed certificate or statement. All payments under

the contract will be conditional on suppliers being .in possession of valid certificates

atall times.

Tn responding to this document, applicants for pre-selection should state that

their tax affairs are in order and that ebtaining a Tax Clearance Certificate or

‘Statement of Suitability from the Irish Revenue Commissioners will not pose a

problem for them.

The awarding authority will ntot be liable for any costs incurred by respondents in the
preparation, submission or presentation of applications or tenders, or any associated
work or effort howsoever incurred.

‘Whereas this briefing document is issued in good faith, no legitimate expectation

.sha‘]i_-éris_e therefrom and the Department shall not be obliged to award a confract or

proceed to farther stages in the procurement process.

-Any cortract concluded under this procurement will be governed by Irish law and,

subject to arbitration provisions, the parties will submit to the exclusive jurisdiction

of the Trish Courts.
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1.7

7.8

7.9

7.10

7.8

7.12

As provided by Article 11.3(f) of EU Council Directive 92/50/EEC, the awarding:

authority reserves the right to adopt the negotiated procedure to engage the suceessful
suppher from this procurement to undertake new services conmstmg inn the repetition
of simitlar services which conform to this basic project, in accordance with the said
Article.

Any conflicts of interest involving a supplier (or suppliers, in the event of a group or

consortium application) must be fully disclosed to. An Garda Siochéna, particularly

where there is a conflict of interest in relation to any recommendations or proposals
put forward by the supplier.

Any “registerable interest” involving the supplier or suppliers and An Garda

Siochéna, the Minister for Justice, Equality and Law Reform, meibers of the
Government, members of the Oireachtas (Irish Pailiament) or employees of the
Department of Justice, Equality and Law Reform or their relatives must be fully
disclosed in the application or should be communicated to the Department of Justice,
Equality and Law Reform immediately upon such information becoming known to
the supplier, in the event of this information only coming to their natice after the
submission of an application. The termis “registerable interest” and * ‘relative” shall be
initerpreted as per Section 2 of the- Ethics it Public Office Act, 1994,

An Garda Siochana will require the successful Supplier fo sign a non-disclostre

dgreement on entering the second stage. Suppliers should acknowledge their

acceptance of this condition.
Work in relation this project will be undertaken on-site, in An Garda Siochna’s
various premises in freland and in ORAC,

All personnel assigned to work on this project must satisly the security clearance

pracedures of An Garda. Siochéna prior to commencement of work. Suppliers should.

acknowledpge their acceptance of this condition,
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8. Material Required in Response Document:

An Garda Siochana will rate and rank potential service providers (suppliers) only in

accordance with the ‘information supplied in response to the. qualification criteria set out:

below. The application _fbr pw-_qualiﬁcatiqn in respect of this contract must be in a format
specified hereunder. Failure to do so may result in rejection of the application. An Garda
Siochéna reserves the right to seek clarification of any information submitted.

Respornise material required

Response Section A: General Information

3.1

8.2
a)

b)

4)
83

8.4

85

The application must include the name, address, telephone and fax number of the
supplier and the name and ¢-mail-address of the contact person.

"Where a particular application is based on a group/consortium .of business. interests,

the doctument must identify:

The prime-partner in the group/consortiwm,

The number of parties involved: and names of each, and

The proposed arrangements for its operation, i.e. the area of participation of each
party in the context of the project.

Confirthation that the prime pariner will be the sole contracting authority.

Suppliers must provide -a statement to the effect that none of the excluding
eircumstances as outlined in Article 45.2 (a) - (g) inclusive of Directive 2004/18/EC
applies to-them (Appendix A refers).

Confinmation of acceptance and agrecment with. each ¢ondition setout in Section 7 of
this Briefing Docoment.

Where the supplier i§ a-group ot a consortium, ¢f where it is proposed to subiet any
portion of the contract, the inforination above must be provided in respect of each
firm forming part.of the group or consortium.

Response Section B: Suppliers Financial and Economic Standing

8.6

8.7

2.8

8.9

Suppliers are required to give a brief history of each member of the bidding

consorlivm outlining their line of business and any areas of specialisation.

Details of the supplier’s company structure, of each member of the bidding
consortium where refevant. If the bidding entity is a subsidiary company, details of
the parent company must also be submitted where the parent company is to be relied
upon aspart of this projest. ”

Thie nature of the telationship. between the parent and subsidiary companies must be
set out especially in terms of the financial .or contractual guarantees between the
parent and subsidiary.

Suppliers must provide the following information relating to their financial and
ecoriomic standing: '
o RBvidence of relevant professional risk indemnity insurance.

o A statement of the supplier's overall turnover and its turnover in respect of
the specific services which would be relevatit to this contract-(see Section 4
of this document for a preliminary outline of the services contemplated for
this contract), for each of the fhree previous financial years.

o Audited Annual accounts for each of the previous three financial years,
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8.10  Statemerits from bankers.indicating the minimum level of working capital capacity of
the firm, which-would be available to fund the project.

8.11 Suppliers ate. tequired to list all the contracts over the past' 5 years that resulted in
litigation or arbitration proceedings, witlt an indication of the ayounts in dispute and
the resolution of the dispute.

8.12  Suppliers are required to state their willingness to post 2 performance bond up to 25%
of the value of the fitia] contract.

8.13  As provided by Article 47.5 of Directive 2004/18/EC, if for any valid reason the
supplier is uhable to provide. the information. lequested above, they may prove their

economic and financial standing by production of any other document, which An
Garda Siochéna considers appropriate..

Where the supplier is @ group oi-a consortiuin, or where il is proposed.to sublet any portion

of the contract, the information vequested under this heading must he provided in respect of

each firm forming part of the group or consortitim.

Responise Section C: Suppliers Techuical Capability

Suppliers must provide the following information relating to theix techinical capability:

8. 14 DPlease see Section 4 of this document for a preliminary -outline of the services
contemplated for this contiact: In particular, please ensute ‘that your application
addresses’ your approachi to meeting all .of the requirements listed. Suppliers are
requested to provide a description of the technologies used in their solutions and
describe how thése were implemented in-environments with similar requirements.

8.15  Provide an overview of the business straiegy stating specifically the commitment to
development, impleinentation and suppert services that are required heve in relation
to package and bespoke elements of the solution.

8.16 Details of the supplier's refevant professional qualeicatlons and experiise, In
particular, please provide defails of the members of the overall team who would be
responsible for providing the services.

8.17° A statement of the supphet 's average annual manpower and the number of managerial
staff employed per armurh, for each of the last three yeass.

8.18 A list of similar contracts undertaken by the supplier. For each project, please
provide:

o A description of the work undertaken.
o Details of the value and duration of the projects, and
o Details.of the parties for-whom the work was undertaken.

8.19  Full contact details for reievant reference sites where the supplier or consortium has
implemented similar solutions. Site visits/calls may be arranged as part of the short-
listing process.

820 Details of the technical _facilities,_ relevant to the assignment, which. would be
available to the supplier.
821  Details ofability to deploy and support the project team in Ireland.

822 A description of the supplier’s measures for ensuring quallty, which would be
relevant to the contract, Where usé of formal quality standards is envisaged and/or
where the respondent has obtained formal quality assurance accreditation, details of
same should be provided by reference to-the approptiate standards.

23

34




8.23

Where the supplier is a group or a-consortium, or where it is proposed to sublet any

portion of the contract the response must show the parties experience of working

together in providing similar solutions.

Where the supplier is a group or a consoriium, or where il is proposed to sublet any portion
of the contract, the information requested under this heading must be provided in respect of
edch firm forming part of the group or consortiuni,

Fvaluation Criteria

It is envisaged that between 5-and 8 service providers will be selected and invitéd to tender,
provided there is a sufficient nymbers of suitable suppliers, based on the following criteria:

Completeness of response and adherence to the required format.

Response to mandatory fequirements-and acceptance of response conditions (Section.

.
Supplier’s financial and ecoriomic irformation,

Supplier’s technical capability.

24

35




Appendix A

Extract from Article 45 of Directive 2004/18/EC of the- European Parliament and of the
Council of 31 March 2004 on the coordination of procedures for the award of public works
contracts, public supply contracts and public service contracts.

Article 45
Persenal situation of the candidate or tenderer.

2. Any econiomic operator may be excluded from participation -in a contract where that
econoinic operator:

(a) Is bankeupt or is being wound up, where his affairs are being. administered by the court,
where he has entered into. an arrangement. with creditors, where he has-suspended
business activities or is in any analogous sitvation arising from a similar proceduie
under national laws and-regulations.

(b) Is the subject of proceedinigs for a declaration of bankruptey; for an order for
compulsory winding up or administration by the coust-or ‘of an arrangement with
creditors or of any other similar proceedings under national laws and regulations.

{¢)-Has béen convicted by az.‘_iu_tfi_gm_&nt which has- the force of res judicata in accordance
with. the. legal provisions. of the country of any offence concerning his professional
conduct.

(d) Has been guilty of grave professional misconduct proven by any means which the
contracting authoritics can demonsfrate,

(€) Has not fulfilled abligations relating to the payment of social securlty contributions in

" accordance with the legal provisions of the country in which he is established or with
those of the country of the contracting authority.

(f) Has not fulfilled obligations relating to the payment of taxes in accordance with the
legal provisions of the country in which he is established or with: those of the country of
the contracting authority.

(g) Is guilty of serious misrepresentation in supplying the information required under this
Section or Has fiot Supplled such informatiort.

END
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