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What should | look out for?

If your child is avoiding school, or seems upset, sad or
angry (especially after using the phone or PC); if your
child is withdrawing from usual activities, suddenly
showing disinterest in computers or rapidly switching
screens when you enter the room, they may be a victim
of cyberbullying.

Confirm that you are dealing with bullying behav-
iour

There are four questions that, when taken together, you
can use to help confirm that the behaviour you are deal-
ing with is bullying:

o Target—Is your child specifically targeted on
their own or is the behaviour targeted at a group
of people?

Duration—Has this been happening over a pe-
riod of time?

Frequency—Is this behaviour part of a recurring
pattern?

Intention— Is the behaviour deliberately in-
tended to harm or upset your child?

Report cyberbullying

You should get in touch with your child’s school or
youth organisation if the bullying involves another pupil
from that school or youth group. You should also con-
tact the service provider through its Customer Care or
Report Abuse facility. If the cyberbullying is very seri-
ous and potentially criminal, you should contact your
local Gardai.

Respond appropriately

If you are concerned that your child has received bully-
ing, offensive or harassing messages, it is very impor-
tant that you encourage them to talk to you. Respond-
ing to a negative experience by stopping their access to
mobile phones or the internet might result in you being
left out of the loop the next time this happens.

What if | believe my child may be involved in cyber-
bullying others?

Children need to understand how all forms of bullying,
including cyberbullying, can be harmful and how impor-
tant it is not to stand by when someone is being
bullied. It is important therefore, that children learn
‘netiquette’ (informal code of conduct on the internet).
You should explain the following guidelines to them
and stress how important it is that they be followed:

Avoid hurting someone’s feelings by emails or
other forms of electronic communication;
Respect other people’s online rights;

Avoid insulting someone;

If someone insults you be calm;

Avoid ‘crashing’ discussion groups or fora;
Respect the privacy of other people online;
Be responsible online.

Conclusion:

The information contained in this leaflet has been
reproduced by kind permission of the Office for Internet
Safety, Department of Justice and Equality, 51 St.
Stephen's Green, Dublin 2, Ph: (01) 602 8258. Email:
internetsafety@justice.ie

Following the advice in this leaflet will help to stop you
becoming a victim of crime. Your local Garda Crime
Prevention Officer can also help in this regard.

The advice contained in this information sheet is
not intended to be exhaustive or absolute. Nothing
contained in this publication should be interpreted
as mandatory, obligatory or designed to conflict
with any statutory regulations.

Useful Contacts and Links

Your local Garda Station

An Garda Siochana
www.garda.ie

Office for Internet Safety
www.internetsafety.ie

Child Safety Issues
www.childline.ie

Website of National Parents Council
WWW.Nnpc.ie

Tips on Internet Safety
www.webwise.ie

Irish hotline for public to report child pornography
and other illegal content on the internet
www.hotline.ie
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